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The study examines cyberbullying as a form of deviance occurring in the digital
communication space, focusing on its criminal law and fundamental rights implications. The
phenomenon raises increasingly complex legal and ethical issues due to the transformation
of social interactions and the growing dominance of online platforms. Challenges in legal
enforcement stem from non-linear, often anonymous and cross-border communication
structures, jurisdictional anomalies, and frequent collisions between fundamental rights—
particularly freedom of expression and data protection. The aim of the research is to identify
current regulatory gaps and assess the responsiveness of both international norms and domestic
legislation to the phenomenon of cyberbullying, with special attention to the heightened
vulnerability of children and minors. The study analyzes relevant jurisprudence, evaluates
European and international regulatory models in a comparative context, and proposes
regulatory and enforcement directions that take into account the unique characteristics of
the online environment and the delicate balance between the affected fundamental rights.
Special attention is given to the role of preventive and educational solutions, as well as to the
analysis of the responsibilities that technological service providers and platforms may bear
in curbing online harassment. Thus, the study seeks not only to critically examine existing
legal frameworks but also to formulate a coherent legal policy and rights-based response to
effectively address emerging social harms in the digital age. The aim of the research is to
identify regulatory gaps and assess the responsiveness of international norms and domestic

legislation, with particular attention to the heightened vulnerability of children.
online, cyber, bully, terrorism, data, defense
A tanulmany a cyberbullying, mint a digitalis kommunikaciés térben
megvaldsuld deviancia biintet$jogi és alapjogvédelmi osszefliggéseit vizsgalja. A jelenség a
tarsadalmi interakcidk atalakuldsaval, valamint az online platformok térnyerésével egyre

Osszetettebb jogi és etikai problémakat vet fel. A jogalkalmazas nehézségeit a nemlinearis,
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gyakran anonim és hatarokon atnyilé kommunikacids struktirédk, ajoghatésagi anomalidk,
valamint az alapvetd jogok — kiilonosen a sz6lasszabadsag és az adatvédelem — kozotti gya-
korikolliziok generaljak. A kutatas célja, hogy feltirja a jelenlegi szabalyozasi hidtusokat, és
értékelje a nemzetk6zi normak, valamint a hazaijogalkotds valaszképességét a cyberbullying
jelenségére, kiilonos tekintettel a gyermekek és fiatalkortuak fokozott sériillékenységére.
A tanulmany elemzi a relevans joggyakorlatot, 6sszehasonlité kontextusban értékeli az eu-
répai és nemzetkozi szabalyozéasi modelleket, valamint javaslatot tesz olyan szabalyozasi és
jogalkalmazasiirdnyokra, amelyek figyelembe veszik az online kérnyezet sajatossagait és az
érintett alapjogok kozotti érzékeny egyensulyt. A vizsgélat kiilon figyelmet fordit a preventiv
és edukacios megoldasok szerepére is, valamint annak elemzésére, hogy a technoldgiai szol-
galtatok és platformok milyen felelGsséget viselhetnek az online zaklatés visszaszoritasaban.
A kutatés célja, hogy feltarja a szabalyozési hidtusokat és értékelje a nemzetkdzi normak,
valamint a hazai jogalkotas valaszképességét, kiilonos tekintettel a gyermekek fokozott

sériilékenységére.

online, cyber, zaklatas, terrorizmus, adat, védelem

1. BEVEZETES

A digitalizaci6 eléretorésével parhuzamosan az emberi kapcsolatok jelent8s része
attevédott a virtualis térbe. Az online jelenlét mara nem csupan kommunika-
cids csatorna, hanem tarsadalmi tér, kozéleti forum, munkahelyi kornyezet és
oktatasi platform is egyben. Ezzel egyiitt azonban megjelentek azok a jelenségek
is, amelyek korabban f6ként a fizikai vildgban voltak jelen, 4&m a digitalis tér
sajitossigai — mint a lathatatlansig, az anonimitds, a gyors terjedés és a per-
manencia - Gj dimenzidkat adtak nekik. Ilyen jelenség a ‘cyberbullying’, azaz
az internetes zaklatas, amely sajaitos mddon 6tvozi az informacids tarsadalom
elényeit és visszassagait. A cyberbullying — jéllehet gyakran tarsadalmi és pszicho-
l6giai kategdriaként targyalt fogalom — a jog szempontjabdl is egyre nehezebben
megkertilhet§ kérdés. , A tudomdnyos életben elfogadott nemzetkozi definicio szerint a
cyberbullying olyan online deviancia, amelynek lényege, hogy szdndékosan és hosszabb
ideig fejt ki valaki zaklaté magatartdst, mindezt pedig az internet felhaszndldsdval teszi.
A jelenség két, hatalmi pozicidjdt tekintve eltérd csoport vagy személy kozott zajlik, ahol
dltaldban a gyengébb vagy gyengébbnek tiind fél az dldozat.” A cyberbullying jelen-
sége egyre égetSbb tarsadalmi problémat jelent, kiilonosen a fiatalkordak koré-
ben. Az érintettek gyakran kiskorud vagy serdiil6kort személyek, akik életkori

2 MoNORI ZsUZSANNA Eva: Zaklatas-e a cyberbullying? In Medias Res, 2016 (2), 246.



sajatossagaiknal fogva fokozottan kiszolgéltatottak az Gket éré pszicholdgiai
nyomadsnak, kiilonosen akkor, ha az online térben torténik, ahol a hatarok el-
mosddnak, a tartalmak kontrollja pedig gyakran lehetetlen. Az elkévetSk sok
esetben szintén fiatalkortiak, ami tovabb bonyolitja a jogi megitélést. Egyrészt,
mivel életkoruk miatt korlatozott biintetGjogi felelGsséggel birnak, mésrészt pedig
azért, mert az altaluk alkalmazott magatartasformék nem feltétleniil illeszkednek
a hagyomdnyos biintet§jogi kategéridkba. Ezzel egyiitt az ilyen cselekmények
kovetkezményei sulyosak lehetnek: az dldozatok nemcsak pillanatnyi lelki ter-
helést élnek meg, hanem hosszud tava mentalis, pszichoszocidlis és kozosségi
kovetkezményekkel is szamolniuk kell.

A depresszi6, az iskolai teljesitmény csokkenése, a tarsas kapcsolatok romlésa,
s6t, szélsGséges esetekben az onsértés vagy az ongyilkossagig vezet§ pszicholdgiai
krizis sem kizart. Ebben a kontextusban a jogrendszer egy olyan kihivassal néz
szembe, amely egyszerre teszi probara a jogi normak hatékonysagat, a szabalyozas
koherencidjat és a jogérvényesités gyakorlati lehet&ségeit. A hagyoméanyos jogi
gondolkodas, amely meghatérozott, tipizalt tényallasokban rogziti a blincselek-
ményeket, nehezen tud 1épést tartani egy olyan valésdggal, amely dinamikusan
valtozik, és ahol az elkovetési magatartdsok formai naprol napra Gj megjelenési
moddokat Sltenek. A digitalis tér sajatossagai — mint a gyorsasag, a nyilvanossag,
az anonimitds és a platformok kozotti atjarhatdsag — alapvetSen irjak at azokat
a kereteket, amelyekre a klasszikus biintetgjog épiilt. Ennek kovetkeztében az
online zaklatas gyakran csak részlegesen, nehézkesen vagy utélagosan illeszthet
be a hatélyos jogi keretek k6zé, kiilonosen akkor, ha az elkovetés nem valdsit
meg egyértelmien kimeritett bincselekményi tényallast.

Ajelen tanulmany célja, hogy atfogd képet nyujtson arrél, miként viszonyul
a magyar jogrendszer a cyberbullying mint Gj tipusd, hatarokat nem ismerd
tarsadalmijelenség kezeléséhez. A kutatas fokuszaban az all, hogy hol huzédnak
a hatalyos szabalyozas keretei, mely jogteriiletek érintettek, és milyen atfedé-
sek, esetleges ellentmondasok tapasztalhatok kozottiik. A vizsgalat kiilondsen
fontosnak tartja annak feltarasat, hogy a biintet§jog milyen valaszokat képes
nyujtani e problémaéra, milyen lehetGségeket biztosit a polgarijog a személyiségi
jogi védelem terén, hogyan kapcsolédik mindehhez az adatvédelmi szabalyo-
zas a digitalis személyes adatokkal valé visszaélés kapcsan, valamint milyen
szerepe van a gyermekvédelmi rendszernek az dldozatok tdimogatdsiban és a
prevencidban.



2. A CYBERBULLYING FOGALMA ES FORMAI

A ‘bullying’ kifejezés az angol nyelvteriileten Thomas Hughes 1856-ban megjelent
Tom Brown’s School Days cimi regényének hatasara terjedt el, és valt a zaklatas
egyik formajanak megnevezésére.’ A ‘cyberbullying’ kifejezés az angol nyelvid
szakirodalombdl szarmazik, és a digitalis eszkozokkel torténd zaklatast, ban-
talmazast jeloli. Noha a fogalom jelentése a kiillonb6z6 kutatdk és jogalkotok
értelmezésében eltéré lehet, alapvetGen olyan ismétl6dd, szandékos magatartast
értiink alatta, amely az aldozat megalazasat, fenyegetését vagy pszicholdgiai
nyomads ala helyezését célozza, és mindez az online térben, elsGsorban kozos-
ségi médian, iizenetkiild§ alkalmazasokon vagy mas elektronikus kommuni-
kacids csatornakon keresztiil térténik. Ebbdl kiindulva a cyberbullying olyan
ismétl6dd, ellenséges viselkedésformat jelent, amely soran iskolaskord fiatalok
- kihasznalva vélt vagy valds er6folényiiket — digitélis eszkozok és az internet
segitségével probaljak megfélemliteni, megaldzni, zaklatni, kikozGositeni vagy
nevetség targyava tenni gyengébbnek tliné kortarsaikat.’

Az elkovetd és az dldozat kozotti kapesolat nem feltétlentil személyes jellegd,
atdmadasok gyakran anonim médon torténnek, igy az elkovet6 kiléte sok eset-
ben rejtve marad. Az online kornyezet sajatossiga, hogy a tartalmak gyorsan
terjednek, a nyilvanossag széles kore szamadra elérhet6vé valnak, és sok esetben
hosszd id6n keresztiil fennmaradnak. E tényezGk jelentsen stlyosbitjak a cyber-
bullying kovetkezményeit a hagyomanyos zaklatassal sszehasonlitva. A jelenség
meghatarozasa a hazaijogi és tirsadalomtudomanyi szakirodalomban is sokfé-
leképpen torténik. A kutatdk szerint az elektronikus zaklatéds legveszélyesebb
sajatossaga az, hogy a megalazo tartalom azonnal és gyakorlatilag korlatlanul
terjeszthetd. Ennek kovetkeztében nemcsak szélesebb nyilvanosségot ér el, hanem
az dldozat Gjra meg Gjra, akar hosszi id6n keresztiil kénytelen szembesiilni vele.’
Egyes szerz6k a cyberbullyingot az online zaklatds szinonimajaként kezelik,
mig masok megkiilonboztetik azt az egyéb, hasonlé digitélis bantalmazasi for-
maktol, példaul a gytiloletbeszédtdl, a becsiiletsértéstél vagy az adatvédelemmel
kapcsolatos visszaélésektdl. A jelen tanulmdany az atfogdbb megkozelitést koveti,
és a cyberbullying fogalma alé sorolja mindazokat a digitalis térben megvald-
sulé szandékos, ismétlddé cselekményeket, amelyek mas személy lejaratisara,

DeAk DoroTTYA: A cyberbullying problémdja Magyarorszagon. A NIT ifjisdgi szakmai fo-
lyéirata, 2022 (2), file:///C:/Users/felhaszn%C3%A11%C3%B3/Downloads/NIT_Y.Z +Fo-
lyoirat_2022-2.lapszam-25-35.pdf.

Domonkos KataLin: Cyberbullying: Zaklatas elektronikus eszkdz6k hasznéalataval. Alkal-
mazott pszicholdgia, 2014 (1), 59.

Domonkos 2014, 60.



megaldzasara, kikozositésére vagy fenyegetésére iranyulnak, és ezaltal pszicho-
l6giai, érzelmi vagy tarsadalmi kart okoznak az érintett szamara.

A cyberbullying legjellemz3bb formai kozé tartozik a személy lejaratasa vagy
ragalmazasa, amely gyakran valétlan informacidk terjesztésével, manipulalt képek
vagy videdk kozzétételével torténik. Az online zaklatds kiilonb6z6 formakban
nyilvinulhat meg, példaul sértd, gytloletkelts tizenetek kiildésében, pletykak
terjesztésében az interneten, személyes adatok engedély nélkiili nyilvdnossagra
hozataldban, megalaz képek és videok megosztisiban, valamint a ,szexting”
- azaz szexudlis tartalmu tizenetek és képek — terjesztésében.® Az ismételt, fenye-
getd vagy megalazé tizenetek kiildése szintén gyakori jelenség, amely kiilongsen
akkor stlyosbodik, ha az elkovetd tobb platformon keresztiil is kapcsolatba 1ép
az aldozattal. Nem ritka az sem, hogy a sértettet szaindékosan kizérjak online
kozosségekbdl, ami a tirsadalmi elszigetel dés formajat olti.

Egy masik elterjedt mddszer a személyazonossig jogosulatlan hasznalata:
hamis profilok létrehozasaval, mas nevében torténd posztolassal az elkovetSk
az 4ldozat hitelrontasat célozzdk meg. Egyes esetekben a zaklatas szexualis t6l-
tetd is lehet, példaul amikor szexudlis tartalmu képek visszaélésével — tigyne-
vezett revenge porn’ vagy szexting esetén — igyekeznek nyomast gyakorolni az
érintettre. Idesorolhaté tovabba az tigynevezett ‘doxing’ is, amikor az dldozat
személyes adatait (példaul lakcimét, telefonszamét vagy iskolajat) szandékosan
nyilvinossagra hozzak annak érdekében, hogy masok is timadjak vagy zaklas-
sak. A szakirodalom altalaban ugy értelmezi a doxing fogalmat, mint személyes,
privat, azonositasra alkalmas és érzékeny informacidk — példaul név, lakcim vagy
tartézkodasi hely — ,online kozzétételét”. A doxing soran ezen adatok nyilvanos-
sdgra hozatala ,hozzajarulas nélkiil” és jellemzGen ,rosszindulatd szandékkal”
torténik, azzal a céllal, hogy az dldozatot megaldzzak, zaklassak, megfélemlitsék,
megbiintessék, zsaroljak, vagy hogy bizonyos cselekedeteket, illetve eszméket
elitéljenek. Osszességében a doxing az ,online zaklatas” egyik formajanak tekint-
hetd, amely sulyos karokat okozhat. A doxingot 4llami és nem allami szerepl6k
egyarant alkalmazhatjak.

A kutatéasok kiilonbséget tesznek a doxing két tipusa k6zott: az egyik az
ugynevezett ‘bottom-up’ megfigyelési eszk6z, amely lehetévé teszi az allam sza-
mara a hatalom megszerzését vagy megerdsitését adatalapti tudas és manipulacié
révén; a maésik a ‘sousveillance’, amely — L1 és WHITWORTH szerint — az allam
ellendrzésére szolgal annak érdekében, hogy az egyének visszaszerezzék sajat
cselekviképességiiket. A doxing megvaldsulhat nyilt forrasa kereséssel — vagyis

¢ ANNA CosTaANZA BALDRY — ANNA SORRENTINO — Davip P. FArRriNGTON: The Efficacy of
the Tabby Improved Prevention and Intervention Program in Reducing Cyberbullying and
Cybervictimization among Students. Int. J. Environ. Res. Public Health, 2018 (15), 1.



a korabban az 4dldozat altal megosztott érzékeny adatok felkutatdsaval —, hek-
keléssel, az online fiokokhoz vagy rendszerekhez valé jogosulatlan hozzaférés-
sel, illetve ugynevezett ‘social engineering’ technikékon keresztiil, amely soran
masokat manipuldlnak érzékeny informacidk megszerzése érdekében, hogy
azokat késGbb felhasznéalhassdk elleniik.” Az online térben elkovetett szobeli
provokacid, a ‘trolling’ szintén a cyberbullying hatarteriiletét érintheti, kiilo-
nosen akkor, ha a provokacié szisztematikusan ismétlddik, és kifejezett célja
az érintett megszégyenitése vagy tirsadalmi ellehetetlenitése.*

A cyberbullying elhatarolasa mas, részben hasonlé magatartasoktél gyakorlati
és elméleti szempontbol is elengedhetetlen. Noha t6bb ponton atfedést mutathat
példaul a gyiloletbeszéddel, az utdbbi jellemzen csoportidentitasok elleni fellé-
pést takar, mig a cyberbullying gyakran egyéni sérelmet okoz. Hasonldképpen,
mig a klasszikus értelemben vett kiberb(inozés — példaul hackelés vagy adatha-
laszat — elsGsorban gazdasagi kart okoz, addig a cyberbullying kovetkezményei
elsGsorban a személyiségi jogok sérelmében, illetve pszicholdgiai és tarsadalmi
kérokban jelentkeznek. A cyberbullying tehat nem csupéan egy djfajta tirsadalmi
probléma, hanem egy olyan komplex jelenség, amely tobb jogteriilet hataran he-
lyezkedik el, és szamos értelmezési és szabalyozasi dilemmat vet fel, amely nem
csak hazai, hanem unids szinten is komoly kihivést jelent a jogalkotd szdmara.

3.)OGI KERETEK AZ EURGPAI UNIOBAN

Az Eurdpai Unid jogalkotasi tevékenysége az utdbbi évtizedben egyre hataro-
zottabban reflektél a digitalis térben megjelend uj tipust fenyegetésekre, kiilonos
tekintettel az internetes zaklatasra, a nék elleni erészakra és a gyermekekkel
szembeni online visszaélésekre. Az unids jogrendszer célja nem csupan a biin-
tetGjogi valaszok megalkotdsa, hanem a megel8zés, az dldozatvédelem, valamint
az online szolgéltatok felelGsségének tisztazasa is.

A 2024. majus 14-én elfogadott (EU) 2024/1385 iranyelv’ a ndkkel szem-
beni erdszak és a kapcsolati erészak elleni kiizdelemrdl mérfoldké az eurdpai

BArBARA MoLas: Doxing: A Literature Review. ICCT Project Report, December 2024, https://
icct.nl/sites/default/files/2025-01/Molas_Doxing%20A%20Literature%20Review.pdf.
KaRrReEN LuMsDEN — HEATHER M. MORGAN: ‘Cyber-Trolling as Symbolic Violence: Deconstructing
Gendered Abuse Online’. In: NaANcY LoMBARD (ed.): Routledge Handbook of Gender and Violence.
Chapter 12. London, Routledge, 2018. https://www.researchgate.net/publication/317551298 _
Cyber trolling_as_symbolic_violence_deconstructing_gendered_abuse_online.

° Az Eurépai Parlament és a Tanacs (EU) 2024/1385 irdnyelve (2024. majus 14.) a nékkel
szembeni erészak és a kapcsolati er8szak elleni kiizdelemrél, https://eur-lex.europa.eu/
legal-content/HU/TXT/?uri=CELEX:320241.1385.



biintetGjog és dldozatvédelem fejlddésében. Az iranyelv egyértelmtien kimondja,
hogy a fenyegetd, zaklaté és megfélemlité magatartas — akéar az online térben, akar
azon kiviil valésul meg - silyos kovetkezményekkel jarhat, és kriminalizalasa
indokolt. A dokumentum kiilén nevesiti az internetes zaklatés (‘cyberstalking’)
és a nemi alapu online erdszak formait, mint amelyek félelmet, pszicholdgiai
sériilést vagy tarsadalmi elszigeteltséget valthatnak ki az dldozatokbdl.

Kiilongsen nagy hangsulyt kap a néi politikusok, djsagirdk és emberi jogi
aktivistak fokozott védelme, akik gyakran célpontjai ilyen tipusu digitélis ta-
madasoknak. Ezzel pAirhuzamosan az EU digitalis piacokat szabalyozé jogsza-
béalycsomagjanak egyik kulcsfontossiagu eleme, a Digital Services Act (DSA)"
2024 elején 1épett hatalyba. A DSA a digitélis szolgaltatdk, kiilondsen a tarhely-
szolgaltatdk és online platformok felelGsségét szabalyozza az illegalis tartal-
mak eltavolitasa, a felhasznalok biztonsaga és az atlathatosag terén. A rendelet
célja, hogy a digitalis szolgaltatok ne csupan passziv kozvetitéként, hanem aktiv
kockazatkezel6ként miikddjenek, kiillondsen a gyermekek, fiatalkoruak, illetve
mas veszélyeztetett csoportok védelme érdekében. A szabalyozas bevezeti a
»megbizhaté jelz6” (‘trusted flagger’) intézményét, melynek keretében elismert
szervezetek gyorsitott eljarasban kérhetik a jogsértS tartalmak eltavolitasat.
A gyermekek védelmét szolgdlja az 4j Child Sexual Abuse (CSA)" rendeletter-
vezet, amely jelenleg vitds pontokat is tartalmaz. A szabalyozas célja, hogy lehe-
tévé tegye a gyermekekkel szembeni szexualis visszaélések dokumentumainak,
képeinek, videdinak gyors és hatékony felismerését, valamint eltavolitasat az
internetr$l. Ez azonban szamos adatvédelmi és jogi aggalyt vet fel, kiilonosen
az end-to-end titkositas (végponttdl végpontig torténd titkositott iizenetkiildés)
korlatozasa tekintetében. A rendelet egyenstlyt probal teremteni a felhasznalok
maganélethez valo joga és a gyermekek biztonsagahoz f(iz6d6 kollektiv érdek
kozott — egyensily, amelyet a digitalis jogalkotas egyik legnagyobb kihivasaként
tartanak szamon.

10" Az Eurdpai Parlament és a Tanacs (EU) 2022/2065 rendelete (2022. oktdber 19.) a digitalis
szolgaltatdsok egységes piacardl és a 2000/31/EK iranyelv modositasarol (digitalis szolgal-
tatdsokrol sz6l6 rendelet), https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX
%3A32022R2065&qid=1751114269007.

Az Eurépai Parlament és a Tanacs rendelete a gyermekek szexualis bantalmazasanak meg-
el6zésére és az ellene folytatott kiizdelemre vonatkozé szabalyok megallapitasarol, https://
eur-lex.europa.eu/legal-content/HU/TXT/?uri=CELEX:52022PC0209.



4. GYERMEKEK VEDELME ES ONLINE SZEXUALIS ZAKLATAS
AZ EURGPAI UNIO JOGRENDSZEREBEN

A digitélis kornyezet fejlédése Gj tipusu veszélyeket hozott magaval, amelyek
koztl talan a legaggasztobb a gyermekek elleni online szexualis visszaélések
rohamos terjedése. Mig a gyermekvédelem hosszu ideje kiemelt célkitlizés az
eurdpai jogalkotasban, a technoldgiai valtozasok olyan mélyrehaté kihivasokat
tamasztanak, amelyek 1jj megkozelitést, korszeri szabalyozast és hatékony vég-
rehajtasi mechanizmusokat kovetelnek meg.

Az EUROPOL 2023-as jelentése'” egyértelmiivé tette, hogy az online térben
elkovetett szexualis visszaélések tekintetében az Eurdpai Unié nemcsak célpont,
de tarolasi és terjesztési kozpontként is funkcional. A jelentés szerint a gyerme-
kekkel szembeni szexualis visszaéléseket abrazol6 tartalmak to6bb mint 60%-at
az Eurdpai Unid teriiletén taroljak, vagy legalabbis innen elérheté szervereken
talalhaté. Raadasul ezek a tartalmak dontd tobbségében valddi, his-vér gyer-
mekeket abrazolnak, ami moralisan és jogilag is kiilonosen stilyos megitélés ala
esik.”” E problémakorre vélaszul az Eurdpai Bizottsdg 2022 majusiban elter-
jesztette a Child Sexual Abuse Regulation (CSA rendelettervezet) néven ismert
Uj szabalyozasi javaslatat, amely 2024-re kulcspontta vélt az unids digitalis gyer-
mekvédelmi politika formaldsaban. A jogalkotas célja az, hogy az EU tertiletén
miikodd szolgaltatok kotelesek legyenek észlelni, bejelenteni, és adott esetben
eltavolitani minden olyan tartalmat, amely gyermekekkel szembeni szexualis
visszaélésre utal. A rendelet tobb innovativ, 4m vitakat kivalto eszkozt is tervez
bevezetni. Taldn a legnagyobb figyelmet az a szabélyozasi rész kapta, amely
szerint a szolgaltatok — koztiik a titkositott tizenetkiild6 rendszereket miikod-
tet6k — kotelesek lennének a végponttdl végpontig titkositott kommunikacié
tartalmat is ellendrizni bizonyos automatizalt sz(ir6rendszerek segitségével.
Ez a gyakorlatban azt jelentené, hogy olyan privat kommunikaciés csatornakat
is monitoroznanak, amelyek eddig kiviil estek a hatdsagi és vallalati betekintés
hatékorén. Bar a cél vilagos — a gyermekbantalmazas visszaszoritisa —, a jogvédd
szervezetek és technoldgiai cégek részérél komoly ellenallast valtott ki ez az
elképzelés. Az egyik {6 ellenérv szerint a rendelet sértheti a maganélethez valé
jogot, amelyet az Eurdpai Unid Alapjogi Chartaja is garantal. Emellett technika-
ilag is vitatott, hogy a titkositds gyengitése valéban noveli-e a biztonsagot, vagy
épp ellenkezdleg, sebezhetébbé teszi a felhasznaldkat més tipusd tdimadéasokkal

2 Europol, Internet Organised Crime Threat Assessment (IOCTA) 2023, https://www.europol.
europa.eu/cms/sites/default/files/documents/IOCTA%202023%20-%20EN_0.pdf.
GYURKO SziLvia: A gyerekekkel szembeni online szexualis visszaélések és a késziilg uj EU
rendelet héttere. Csalddi jog, 2023 (3), 10.



szemben. Mindemellett fontos hangstlyozni, hogy a CSA rendelet kiilonbséget
tesz a gyermekpornografia kiilonféle kategdriai kozott: egyrészt célzottan a mar
ismert, jogsértd tartalmak gyors felismerésére koncentral, masrészt lehet§séget
teremt Uj, eddig azonositatlan visszaélési anyagok feltarasira is mesterséges in-
telligencia segitségével. E két mechanizmus kiilondsen fontos, mivel az elkdvetk
folyamatosan 4j formékat keresnek az azonositas elkertilésére.

A rendelettervezet egyik sarokpontja a bejelentési kitelezettség intézménye-
sitése. Eszerint a digitalis szolgaltatok szamara kotelezd lesz jelenteni a hatdsa-
goknak minden olyan esetet, amikor gyermekkel szembeni szexualis visszaélés
gyanudja merill fel. A rendszer kulcsszerepl§je a megbizhatd jelz§ (trusted flag-
ger)'! — egy tanusitott, szakértdi statuszu szerepld, aki gyorsitott eljards keretében
kezdeményezheti a tartalom eltavolitdsat. Ez a mechanizmus a Digital Services
Act-bél ismert koncepcidra épiil, de a gyermekvédelem kontextusaban sokkal
szigorubb hatdridSket és protokollokat ir el8. A rendelet a szolgaltatok szamara
atlathatdsagi kovetelményeket is megfogalmaz: éves jelentésekben kell besza-
molniuk az észlelt tartalmak mennyiségérél, az alkalmazott technolégiakrol
és abejelentések eredményérdl. Ez elésegiti a hatésagok munkdjat, és a felhasz-
nalék szaméra is nyomon kovethet§vé teszi, milyen intézkedések torténnek
a gyermekek védelme érdekében. A CSA rendelet egy fontos felismerésre épiil: az
online szexudlis zaklatds gyakran nem zarul le az interneten. Az esetek jelentds
részében az online zaklatas és manipulacié (pl. ‘grooming’) el6bb-utébb fizikai
visszaélésekhez vezet. A fiatalok sebezhet8ségét sulyosbitja, hogy egyre fiatalabb
korban keriilnek kapcsolatba az internetes kozeggel — az EUROPOL szerint a
12-17 éves korosztaly 51%-a haszndl rendszeresen nyilvanos chatszobakat és
férumokat, s6t 11-12%-uk mar a dark neten is jelen van. A digitalis zaklatés
tehat nem pusztan adatvédelmi, hanem silyos emberi jogi kérdés. A , digitalis
nyomok” maradanddsiga (,az internet nem felejt”) kiillonosen tragikus kovet-
kezményekkel jarhat a gyermekek szdmara, akik gyakran képtelenek eltavolitani
magukrol az elkovetSk altal terjesztett tartalmakat. Ezért a szabalyozas célja
nem csupan a prevencié és az azonnali eltavolitds, hanem a hosszu tavu reha-
bilitacios lehet8ségek biztositésa is.
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Trusted flaggers under the Digital Services Act (DSA), https://digital-strategy.ec.europa.eu/
en/policies/trusted-flaggers-under-dsa.



4.1. Iskolai prevencié

A cyberbullying, vagyis az internetes zaklatas napjainkban az iskolaskort gyer-
mekeket és fiatalokat érintd egyik legsilyosabb, ugyanakkor legnehezebben
tetten érhetd tarsadalmi problémava valt. A jelenség kiilonosen aggaszt6 abban a
tekintetben, hogy nem csupan a tanul6k mentalis egészségét veszélyezteti, hanem
az iskolai kozosségek egészét is megbontja. Mig korabban az iskolai zaklatas,
azaz a klasszikus értelemben vett bullying elsdsorban az intézmény falain beliil
zajlott, a digitalis technoldgia térnyerésével és a mobileszkzok mindennapi
hasznalataval a zaklatas Gj, hatarokat nem ismer6 dimenzidba lépett. A kozosségi
média, az tizenetkiild§ alkalmazasok és az online jatékfeliiletek olyan kommuni-
kacids tereket hoztak létre, ahol a gyerekek allandd kapcsolatban maradhatnak
egymassal — és sajnos nemcsak pozitiv, hanem destruktiv mddon is. Az iskolai
kozosségek, amelyek eredetileg a szocializacid, a tanulds és a személyiségfejlddés
szinterei, ma mar egyre gyakrabban valnak a cyberbullying kiindulépontjava.
Az osztalytarsak kozotti konfliktusok, versengések, kirekesztések és hatalmi
viszonyok sokszor attevédnek a virtualis térbe, ahol az agressziv viselkedés-
formak még nehezebben észlelhetdk és kezelhetSk. A pedagdgusok és sziilék
gyakran csak utdlag, a kovetkezményekbdl — példaul a gyerek visszahiz6dd
viselkedésébdl, tanulmanyi eredményeinek romlasabol vagy pszichoszomatikus
tlineteibdl — kovetkeztethetnek arra, hogy valamilyen online bantalmazas zajlik.
A gyerekek ugyanis sok esetben nem merik vagy nem akarjak elmondani, hogy
zaklatés dldozatai lettek, részben a szégyen, részben pedig a megtorlastdl vald
félelem miatt.

A cyberbullying egyik legkritikusabb jellemzdje éppen az, hogy idében és
térben gyakorlatilag hatartalan: mig a hagyomanyos iskolai bantalmazas tipi-
kusan a tanitasi 6rak kozott vagy az iskolaudvaron zajlott, a digitalis zaklatas
nem ér véget a csengd megszolalasaval. Az online tér 0-24 draban elérhetd, az
iizenetek barmikor kiildhetdk, a posztok és megjegyzések barmikor olvashatok,
Ujra megoszthatdk, és az internetes kozosségek tagjai — akar ismeretlenek is —
pillanatok alatt részévé valhatnak az eseményeknek. Ez a folyamatos hozzéaférés
azt eredményezi, hogy az dldozatok szamadra szinte nincs menekvés: a tanitési
id6 utan, otthon, a sajat szobdjukban sem érezhetik magukat biztonsagban, mert
az Gket ért verbalis vagy képi tdmadasok a telefonjuk vagy szamitégépiik ké-
perny6jén keresztil ott is elérik Gket. Ez az dllandé elérhet8ség és kiszolgalta-
tottsag rendkiviil megterheld pszicholdgiai hatéssal bir, kiilonosen egy fejlédé
személyiségi gyermek esetében. Az internetes zaklatds ezen tilmenden gyakran
rejtett format 6lt. A bantalmazds nem minden esetben nyilvanos, sokszor privat
izenetek, zart csoportokban zajlé beszélgetések, vagy akar anonim fidkok altal



terjesztett tartalmak formajaban valésul meg. A gyerekek gyakran nem is tudjak
pontosan, ki a zaklatdjuk, vagy kik vesznek részt a bantalmazasban, ami tovabb
noveli a bizonytalanségot és félelmet. Ezenkiviil a digitalis tartalmak rendkiviil
gyorsan terjednek, igy egy megszégyenits fotd, sérté bejegyzés vagy ginyos
video pillanatok alatt elérheti az egész osztalyt, s6t, akar az egész iskolat is. Az
online nyilvanossag felerdsiti a szégyent, és az dldozat szdmara az események
kontrollalhatatlanna valnak. Az iskolak és a pedagdgiai k6zosségek szdmara
komoly kihivast jelent, hogy miként kezeljék az ilyen jellegii konfliktusokat.
A nevelési-oktatasi intézmények hagyomdanyos eszkozei — mint a szdbeli fi-
gyelmeztetés, a fegyelmi eljaras vagy a sziilkkel valé konzulticié — gyakran
nem bizonyulnak elegendének vagy hatékonynak a cyberbullying eseteiben,
kiilonosen akkor, ha az iskolai hataskor nem terjed ki az online térben tortént
eseményekre. A jogi eszkozok alkalmazésa pedig korlatozott, hiszen egyrészt
a bizonyitas nehézkes, masrészt az elkovetSk életkoruk miatt sok esetben még
nem biintethetdk. Ezért kiilondsen fontos a prevencid, vagyis az olyan iskolai
programok, amelyek a digitalis etika, az empatia, az online viselkedés normai és
afelelésségvéllalas témadit integraljak a tanulék mindennapi nevelésébe. A cyber-
bullying tehat nem csupan egyéni tragédidk vagy személyes konfliktusok szintjén
jelenik meg, hanem intézményi és tirsadalmi szinten is kihivasokat allit elénk.
A gyermekek digitalis térben val6 védelme nem csupan sziil6i vagy pedagdgusi
feladat, hanem kozosségi felelGsség is, amelyhez sziikség van a jogrendszer, az
oktatasi intézmények, a technoldgiai szolgaltatdk és a tarsadalmi tudatformalas
szereplGinek Gsszehangolt fellépésére.

Csak igy biztosithato, hogy az iskolai kozdsségek tjra olyan helyekké valhas-
sanak, ahol a gyermekek biztonsagban érezhetik magukat — nemcsak fizikailag,
hanem a digitalis viligban is. Az internetes zaklatas kiilonosen stlyos lelki és
pszicholdgiai hatasokat vélthat ki, mint példaul alland6 szorongas, alvaszavar,
tarsas izolacid, s6t, sulyosabb esetekben 6ngyilkossagi gondolatok vagy kisérletek
is megjelenhetnek. A probléma stlyosségat felismerve az Eurdpai Parlament 2018.
szeptember 11-i allasfoglalasa’ egyértelmtien kiemeli a megel6zés fontossagat
az oktatdsi intézményekben. Az dllasfoglalds szerint sziitkséges, hogy az iskolak
bejelentési rendszereket alakitsanak ki, melyek lehetvé teszik a tanuldk, tanarok
és szUl6k szamara, hogy jelezhessék a zaklatasra utald eseteket. Ezek a rendsze-
rek nemcsak a visszaélések dokumentalasat, hanem azok kezelését is segithetik,
hozzajarulva ahhoz, hogy az iskolai kozdsségek atlathatobba és biztonsdgosabba

" Az Eurépai Parlament 2018. szeptember 11-i allasfoglaldsa az Unién beliili, munkahelyen,
nyilvénos térben és a politikai életben elkovetett megfélemlités és szexudlis zaklatds meg-
el6zését és az elleniik vald kiizdelmet szolgald intézkedésekrdl (2018/2055[IN1)), https://
www.europarl.europa.eu/doceo/document/TA-8-2018-0331_HU.pdf.



valjanak. A hatékony prevenciéhoz azonban 6nmagaban a bejelentési csatornak
kiépitése nem elegendd. Az oktatési intézményeknek pedagégiai, pszicholdgiai
és jogi szempontbdl is felkésziiltnek kell lenniiik arra, hogy az internetes zak-
latassal szemben megfeleld mdédon lépjenek fel. A tandroknak és iskolai dolgo-
z6knak sziikségiik van megfelel$ képzésekre, hogy felismerjék a zaklatés jeleit,
valamint érzékenyen és hatékonyan tudjanak reagalni az esetekre. Az iskolai
kozosségekben a bizalom kiépitése és fenntartasa kulcsszerepet jatszik abban,
hogy az aldozatok merjék jelezni, ha zaklatdsban van résziik. Az intézmények
szerepe tehat nem csupan technikai, hanem szemléletformald is: a gyermekeket
meg kell tanitani a digitalis tér veszélyeire, a felelGs internethasznalatra, valamint
arra is, hogyan kérhetnek segitséget, ha bajban vannak. A prevencié részét kell
képeznie az iskolai tantervnek, az intézményi kultdranak és a didkok kozotti
mindennapi interakcidknak is. Az a tarsadalmi kozeg, amelyben a zaklatés, a
megszégyenités és a kirekesztés normalizalddik, hosszud tivon képtelen védelmet
nytjtani a gyermekeknek. Eppen ezért a cyberbullying elleni kiizdelem egyik
legfontosabb eleme a tudatossag erdsitése, valamint a didkok, pedagdgusok és
sziil6k kozotti egylittmiikodés kialakitasa.

5. INTERNETES ZAKLATAS ES FENYEGETO ZAKLATAS JOGI ERTELMEZESE
— UNIOS ES MAGYAR SZABALYOZAS OSSZEHASONLITASA

Az online térben megvaldsulé zaklatas Gj kihivasok elé allitja a modern jogrend-
szereket. Az Eurdpai Parlament és a Tanacs 2024/1385 iranyelve (2024. méajus
14.)"¢ két kiilon fogalom mentén kozeliti meg a kérdést: az ,internetes fenyeget6
zaklatas” (6. cikk) és az ,internetes zaklatas” (7. cikk) kategdridin keresztiil. Ezzel
szemben a magyar jog a Btk."” 222. § szerint egy altalanosabb, cselekménysem-
leges zaklatasi tényallast hataroz meg. E harom jogi konstrukcid értelmezése és
Osszevetése vildgosan ravilagit arra, hogy milyen irdnyban fejlédik a zaklatas
jogi megitélése az eurdpai jogrendszerben.

6 Az Eurdpai Parlament és a Tanacs (EU) 2024/1385 iranyelve (2024. méjus 14.) a nékkel
szembeni erészak és a kapcsolati erdszak elleni kiizdelemrgl.

A Biintetd Torvénykonyvrdl sz616 2012. évi C. térvény, https://net.jogtar.hu/getpdf?docid=
A1200100.TV&printTitle=2012.%20%C3%A9vi%20C.%20t%C3%B6rv%C3%A9ny.



5.1. Internetes fenyeget6 zaklatas (6. cikk — EU 2024/1385)

Ez a tényallas kifejezetten az informacids és kommunikdaciés technoldgia (IKT)
révén megvaldsulo, ismételt vagy folyamatos megfigyelésre koncentral. A cél az
adott személy tevékenységeinek, mozgasanak nyomon kovetése, annak beleegye-
zése vagy jogi felhatalmazas hidnyaban. A jogalkotd kiilon kiemeli, hogy az ilyen
magatartds csak akkor valik blintetend6vé, ha stlyos kart okozhat az érintett
személynek. Ez a kar lehet pszichés, fizikai vagy akdr szocidlis természetfi is, és
a torvény indokoldsa szerint nem sziikséges annak bekovetkeznie — elegendé a
veszélyeztetettség valdszintisége.

Ez a tipust zaklatas [ényegében az in. ‘cyberstalking’-gal azonosithat6, vagyis
a digitalis térben vald zaklato, kovets, megfigyel§ magatartassal. Kiemelendd,
hogy az elkovetd szandéka itt nem feltétleniil a kozvetlen fenyegetés, hanem a
célzott és tartos kontrollgyakorlas az dldozat felett, amely ugyanolyan mértékd
félelmet vagy szorongast valthat ki.

5.2. Internetes zaklatas (7. cikk — EU 2024/1385)

Az internetes zaklatas fogalma szélesebb kort, és tobb altipust is feldlel. A sza-
bélyozas négy kiillonbdz8 magatartasformat nevesit, amelyek dnmagukban is
blincselekménynek mindsiilnek, ha azokat IKT révén hajtjak végre. Az elsG altipus
a klasszikus fenyeget§ magatartds, amely ismételt vagy folyamatos forméban
jelentkezik, és amely konkrét blincselekménnyel val6 fenyegetést foglal ma-
gaban. Itt az aldozat fizikai biztonsaga keriil veszélybe — vagy legalabbis realis
félelem alakul ki benne annak elvesztésétSl. A masodik esetben nyilvanosan
hozzéaférhets, masokkal kozdsen tanusitott fenyegetd vagy sérté magatartas
torténik, amely sulyos lelki sériilést okozhat. Itt a tirsas dimenzid — vagyis a
kozosség elStti megalazas — jatszik kozponti szerepet. A harmadik pont egy
viszonylag 4j kelet(, de egyre gyakoribb online jelenséget — az intim képek
kéretlen megosztasat — biinteti. A képek nemi szerveket abrazold jellege, illetve
azok kéretlensége kiemelt hangstlyt kap. Az dldozat beleegyezésének hianya,
valamint a képek nemiségének megalazé volta indokolja a stlyosabb biintetSjogi
fellépést. A negyedik magatartas az dldozat személyes adatainak nyilvanossagra
hozatalat szankcionalja, ha ez masok buzditasat célozza fizikai vagy pszichikai
sértés elkovetésére. E jelenség az iin. ‘doxxing” az interneten vald , kidrusitisa” az
aldozat személyes adatainak, amelyet gyakran politikai, ideoldgiai vagy bosszui-
motivacio kisér. Mind a négy altipus stlyos lelki sérelem lehet§ségét feltételezi,
és kozos benniik a digitalis tér manipulacids potencidlja: az, hogy a tartalmak



gyorsan terjednek, nem vagy nehezen kontrollalhatdk, és az aldozatot a kozosségi
szintéren megalazzak vagy veszélybe sodorjak.

5.3. Zaklatas a magyar Btk. szerint (222. §)

A magyar Biintet Torvénykonyv zaklatdsra vonatkozé rendelkezése célzati
blincselekményként jelenik meg, amelynek lényege, hogy az elkovetd célzatos
magatartast tanusit, vagyis szdndékéban kell allnia a sértett megfélemlitése vagy
amaganéletébe torténd onkényes beavatkozas. Ezt a jogi konstrukcidt egésziti ki
az a kovetelmény, miszerint az adott cselekménynek rendszeresnek vagy tartds-
nak kell lennie, tovabbd nem jarhat stilyosabb btincselekmény megvaldsulasaval.
A torvény szovege tehat nem az elkovetés konkrét modjara, hanem a magatartas
jellegére, a szubjektiv szdndékra és az ismétlGdésre, idGbeliségre helyezi a hang-
sulyt. Ugyanakkor a jogalkotdé nem tesz kiilonbséget aszerint, hogy a zaklatas
milyen technikai eszkozzel vagy kommunikacids csatorndn keresztiil valdsul
meg, igy az informaciés és kommunikacios technolégiak (IKT) hasznalata sem
jelenik meg sem stlyosit6 koriilményként, sem 6nallé elkovetési sajatossagként.
A Btk. 222. § technoldgiasemleges megfogalmazasa azt jelenti, hogy az online
zaklatés csak akkor értelmezhetd a torvényi tényallas ald es6 magatartasként,
ha egyébként minden mas feltétel — példaul a célzat, az ismétlGdg jelleg és a
sulyossag — megvaldsul. Ez az altalanos megkozelités lehetévé teszi ugyan a
szabalyozas viszonylagos rugalmassagat, ugyanakkor komoly hatranyt jelent
akkor, amikor a digitalis tér egyedi jellemz8i, visszaélésszerti lehet&ségei és el-
kovetési formai keriilnek el6térbe.

A technoldgiai eszkozokkel megvaldsitott zaklatas — igy példaul az interne-
ten keresztiil torténd fenyegetés, a kozosségi média feliiletein torténd nyilvanos
megaldzas vagy az elektronikus levelezésben megvaldsuld pszicholdgiai nyomas-
gyakorlds — gyakran més dinamikét kovet, mint a hagyomanyos fizikai vagy
kozvetlen kommunikacids eszkozokkel elkovetett zaklatds. Ezt a kiilonbséget
azonban a jelenlegi jogi keretrendszer nem képes 6nalléan értékelni, mivel az
eszkdz vagy a médium nem valik relevans szempontta a jogi mindsités soran. Ezzel
szemben az Eurdpai Unid altal elfogadott 2024/1385-6s irdnyelv mar kifejezetten
a digitalis kornyezetre szabott jogi kategoriak kialakitsara torekszik. Az irdnyelv
részletesen koriilirja az internetes megfigyelés és zaklatas kiilonféle tipusait, és
finoman elkiiloniti azokat egymastdl az alapjan, hogy milyen tipusu sérelmet
okoznak. E megkozelités révén kiilon jogi jelentéséget kapnak a pszicholdgiai
kérokozas, a nyilvinos megszégyenités, a fenyegetés, valamint az adatvédelem
megsértése. Az ilyen tipusu differencialas jelentGs elGrelépést jelent a jogbiztonsag



szempontjabdl, hiszen egyértelmiibbé teszi, milyen magatartasok tartoznak a
biintet§jog altal tilalmazott korbe, és ezéltal kiszamithatobb4, igazsagosabba és
egységesebbé teszi az alkalmazandd jogot.

A magyar szabalyozés ezzel ellentétben tagabb és elvontabb fogalmi keretekkel
dolgozik, amelyek lehet6vé teszik ugyan a rugalmas jogalkalmazast, de gyakran
pontatlan jogértelmezéshez, illetve a digitalis visszaélések alulmindgsitéséhez
vezethetnek. A jelenlegi Btk. nem tudja kell§ pontossaggal megragadni azokat
az Uj tipusi magatartisokat, amelyek az online tér sajitossagain alapulnak, igy
példéaul a kozosségimédia-platformokon zajlé ismétlédd lejaratas, a privat fény-
képek jogosulatlan megosztasaval torténd fenyegetés vagy a tobb felhasznald altal
egyszerre végzett zaklatas. Bir ezek a cselekmények stilyos pszichés és tarsadalmi
kovetkezményekkel jarhatnak az dldozat szdmara, a jogalkalmazé sokszor nem
rendelkezik olyan jogi eszkoztarral, amely lehet6vé tenné a tényleges silyuknak
megfelel§ szankcionadlasukat. A digitalis zaklatas gyakran rejtett, nehezen bizo-
nyithatd, rdadasul id6ben elhiz6d6 folyamat, amely nem mindig illeszthetd be
a hagyomaényos zaklatas biintetGjogi keretei kozé. Az unids irdnyelv egy masik
jelent§s Gjitasa, hogy nem csupéan a kozvetlen pszicholdgiai sérelmet tekinti rele-
vans karos hatasnak, hanem figyelembe veszi az dldozat tarsadalmi megitélésére,
kozosségi kapcsolataira és személyes biztonsagérzetére gyakorolt hatdsokat is.
Az irdnyelv rendelkezései szerint az olyan magatartasok, amelyek egy személy
ellen irdnyulnak, de a kozosség szeme el6tt zajlanak — példaul nyilvanos meg-
szégyenités vagy online lejaraté kampany - kiilonos stllyal esnek latba, hiszen a
nyilvdnossag el6tti megalazas a pszicholdgiai terhek jelentds fokozddasaval jarhat.

A csoportosan megvaldsitott zaklatas is 6nalld jogi értékelést kap, mivel az
elkovetSk szervezettsége, szama és hatdsa az aldozatra sokkal intenzivebb, mint
egy egyéni tamadas esetén. E szempontok jelenleg nem tiikr6z6dnek a magyar
biintet$jogi szabdlyozasban, noha a gyakorlatban egyre gyakoribbak az ilyen
jelleg esetek, kiilonosen a fiatalok korében. A magyar jogalkotas szamara tehat
a 2024/1385-6s iranyelv végrehajtasa nem pusztan térvénymddositést igényel,
hanem egy atfogd szemléletvaltast is a blintetSjog teriiletén. Ez a valtds magiban
kell, hogy foglalja a jogértelmezési gyakorlat korszerisitését, a bir6i dontéshozatal
irdnyvonalainak pontositasat, az tigyészségi nyomozas kiterjesztését az online tér
sajatossagaira, valamint az dldozatok hatékonyabb jogi és pszicholdgiai tdimoga-
tasanak kialakitasat is. Fontos hangsulyozni, hogy az 4j iranyelvek beépitése nem
csupan a torvényszoveg formalis atvétele, hanem olyan gyakorlati intézkedések
meghonositésa is, amelyek a digitédlis térben is biztositani képesek az emberi
méltdsag, a maganélet és a személyes biztonsag védelmét. Az iranyelv imple-
mentaldsa sordn a magyar jogalkotasnak figyelembe kell vennie azt a tairsadalmi
igényt is, amely egyre hatdrozottabban 1ép fel a digitélis visszaélésekkel szembeni



hatékonyabb fellépés érdekében. Az dllampolgarok részérdl egyre vilagosabb az
elvarés, hogy az online tér ne legyen jogon kiviili z6na, hanem olyan k6zeg, ahol
a jogrend érvényesiil, és ahol a sértettek szamara valédi védelem, az elkovetSk
szamara pedig tényleges felelGsségre vonas biztositott. A cyberbullying és mas
digitalis visszaélések kezelése tehat nem csupan biintetépolitikai kérdés, hanem
ajogallamisig egyik probaja is. A magyar jogrendszernek ebben a folyamatban
nem elég kovetnie az unids irdnyelveket, hanem aktiv, kezdeményez szerepet is
vallalhat egy olyan jogi kornyezet kialakitdsdban, amely valéban képes szembe-
nézni a digitélis tirsadalom kihivésaival. Osszegzésként megallapithat6, hogy a
zaklatas jelenlegi magyar biintet6jogi szabalyozasa részben elavult eszkozokkel
probalja kezelni a digitalis térben megjelend Gj tipust visszaéléseket. A techno-
logiasemleges megkozelités egyes esetekben lehetGvé teszi a rugalmas jogalkal-
mazast, ugyanakkor nem ad kielégit8 valaszt az online zaklatas sajatos formaira.
Az uniés szabalyozas részletesebb, arnyaltabb és a gyakorlat igényeihez jobban
illeszked6 megkozelitést kinal, amelynek hazai adaptacidja elkeriilhetetlen, ha
amagyar jogrendszer valéban reagalni kivan a 21. szdzad digitalis kihivasaira.

6. ZAROGONDOLATOK

A cyberbullying, vagyis az online zaklatis nem pusztin egy ujkori tarsadalmi
jelenség, hanem egy olyan komplex és sokréti probléma, amely a jogrendszerek
szamara is egyre nagyobb kihivast jelent vilagszerte. Ez a jelenség alapvet&en
kérddjelezi meg a hagyoményos jogi kategéridk érvényességét, illetve azok al-
kalmazhatdsagat a 21. szazadi digitalis kornyezetben, ahol az informaciéaramlas
sebessége, a technoldgiai eszkdzok elterjedtsége és az anonimitas lehet&sége
Uj tipusu visszaélések el6tt nyit kaput. Az online tér — amely sok esetben elle-
ndrizhetetlen, hatarok nélkiili, és ahol a kommunikacié pillanatok alatt 6riasi
kozonséghez juthat el — radikélisan 4j helyzetet teremt nemcsak az aldozatok,
hanem a jogalkalmazdk, jogalkotdk és szakpolitikak szdmadra is. E tanulmany
célja az volt, hogy feltarja, miként jelenik meg a cyberbullying a magyar jog-
rendszerben, és megvizsgélja, hogy a hazai szabalyozas milyen mértékben képes
kezelni az online zaklatds altal felvetett problémékat. Ennek sordn kiilonos fi-
gyelmet forditottunk arra, hogy hol hizddnak a jelenlegi szabalyozas hatarai,
milyen jogi atfedések és hézagok tapasztalhatdk a kiilonb6z6 jogteriiletek kozott,
valamint, hogy milyen jogalkotasi és jogalkalmazasilépések szitkségesek annak
érdekében, hogy a rendszer hatékonyabban tudjon reagélni egy ilyen érzékeny és
dinamikusan valtoz6 tarsadalmi problémara. A vizsgélat ravilagitott arra, hogy
bar a magyar jog szamos jogtertilete — ideértve a biintetGjogot, az adatvédelmi



jogot, a polgari jogot, illetve a gyermekvédelmi rendelkezéseket — elviekben
lehetSséget biztosit bizonyos online zaklatasi formak kezelésére, az 4ltalanos
kép mégis meglehetSsen széttagolt és toredezett. A jogalkalmazdk gyakran ne-
hézségekbe titkoznek az egyes esetek besoroldsa soran, ugyanis hidAnyoznak azok
az egységes fogalmi keretek és terminol6gidk, amelyek mentén a cyberbullying
pontosan meghatarozhato és jogilag is megragadhaté lenne. A kiilonb6z6 jogagak
kozotti koordinacié gyengesége, valamint a digitalis kornyezet sajatossagainak
- példaul az anonimités, a hatarok nélkiili kommunikacio, illetve a tartalmak
gyors Ujrakozlése — figyelmen kiviil hagyasa tovabb neheziti a hatékony jog-
érvényesitést. A tanulmany hangsilyozta, hogy a digitalis tér nem csupan egy 1j
kommunikéciés feliilet, hanem egy sajatos normarendszert és mikodési logikat
kovetd tarsadalmi kozeg, amelyhez a jogrendszernek alkalmazkodnia kell. Ezért
nem elegendd pusztan jogtechnikai mddositasokat végrehajtani, vagy az egyes
jogszabalyokat kiegésziteni bizonyos rendelkezésekkel. A cyberbullying elleni
hatékony fellépés csak egy komplex, interdiszciplinaris megkozelités mentén
val6sulhat meg, amely egyszerre épit a jogalkotas és jogalkalmazas eszkozeire, a
technoldgiai megoldasokra (pl. tartalomsz{irdk, jelentési rendszerek), az oktatasi-
nevelési programokra, valamint a tarsadalmi szemléletformalasra.

Ebben az 6sszetett folyamatban a jog szerepe kettds: egyrészt biztositania kell
anormativ garancidkat az dldozatok védelmére, valamint lehetGséget kell adnia
az elkovetGk felel§sségre vonasara, masrészt iranyt kell mutatnia a tarsadalom
szamdra abban, hogy mely viselkedésformék tekintheték elfogadhatatlannak,
akér az online térben, akar a fizikai vilagban. A cyberbullying nem csupédn egyéni
tragédidk forrasa, hanem a tirsadalmi kohéziot, a kozosségi normak stabilitasat
és az emberi méltdsag védelmét is alapjaiban érinté kérdés. A tanulmany kiilon
figyelmet szentelt annak, hogy a cyberbullying dldozatai dont6en gyermekek,
serdiilSk és fiatal felnGttek, akik fokozottan ki vannak téve az online bantalmazas
kiilonb6z6 formainak, és akik gyakran nincsenek tisztaban azzal, milyen jogi
vagy technikai lehet§ségeik vannak a védekezésre. Az § védelmiik tehat nem
csupan jogi, hanem mély erkolcsi és tarsadalmi felel§sség is. Ennek megfelelGen
a megel$zés, a korai felismerés és a tudatositas kiemelt jelentGséggel bir. Az is-
kolai nevelésben, a pedagbgusok képzésében, a sziil6k felkészitésében, valamint
a digitalis kompetenciak fejlesztésében rejlé lehetdségek nélkiilozhetetlenek a
probléma gyGkerének kezeléséhez. A jog itt nem 6ncéld szabalyrendszer, hanem
a tarsadalmi egyiittélés kereteit kijelol6 eszkoz, amelynek célja az egyéni és ko-
z0sségi jogok védelme egyarant.

Osszegzésként megéllapithat6, hogy a cyberbullying jogi megkozelitése a
kortdars jogrendszerek egyik legfontosabb ,lakmuszpapirja”. Azt vizsgalja, hogy
ajogi normék képesek-e 1épést tartani azzal a gyors és gyakran kiszdmithatatlan



technoldgiai és tarsadalmi valtozassal, amelyet a digitalizacié idézett el. Ma-
gyarorszag szamara e téren a kihivas kézzelfoghat6 és siirgets, am ugyanakkor
lehet3séget is rejt magaban. Lehet3séget arra, hogy a jelenlegi, részben még elap-
rézott és esetenként reaktiv szabalyozas helyett egy jol strukturalt, koherens
és eldrelatd jogi kornyezet j6jjon létre, amely képes a jogbiztonsag, az emberi
méltdsag és a kozosségi normék hatékony védelmére — immar az online térben
is, ahol a j6v§ generacidi formaldédnak.
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