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Digital technology and social media have become an integral part of everyday
life, and children’s internet use is no longer the exception but the norm. However, this growing
digital presence has introduced new forms of risk, making young users particularly vulnerable.
This paper aims to explore the psychological dynamics of children’s victimization in online
environments, with special attention to the mechanisms of grooming and manipulation. The
research applies the routine activity theory to examine how children’s internet usage patterns
influence their likelihood of becoming victims. The analysis focuses on the role of rapidly
developing digital technologies and social media platforms, especially those that facilitate
child exploitation. The paper also reviews the European Union Strategy on the Rights of
the Child and Hungary’s National Cybersecurity Strategy, assessing their effectiveness and
practical implementation. The objective is not only to map out the risks but also to shed light
on the often invisible psychological consequences that online abuse can leave on developing
children. This study contributes to a broader dialogue aimed at balancing technological

advancement with effective child protection in the digital age.

child protection, online abuse, networking, routine activity theory, social media,
digital psychology, cybersecurity, children’s rights, EU strategy on the rights of the child,

national cybersecurity strategy

A digitalis technoldgia és a kozosségi média mindennapjaink szerves részévé
valt, és a gyermekek internethasznalata ma mar nem kivétel, hanem norma. Ezzel parhu-
zamosan azonban tjfajta kockazatok is megjelentek, amelyek a legfiatalabb felhasznaldkat
kiilondsen sebezhetdvé teszik. A dolgozat célja, hogy feltérja a gyermekek online aldozatta
véalasanak pszicholdgiai hatterét, kiillonosen a behal6zas és manipulaci6 lélektani mecha-

nizmusait. A kutatds a rutintevékenység-elmélet mentén vizsgalja, hogyan befolydsoljak a

Doktorandusz, Karoli Gaspar Reformatus Egyetem, Allam- és Jogtudomanyi Doktori Iskola;
birésagi fogalmazd, Budapest Kornyéki Torvényszék.



gyerekek internethasznalati szokasai az dldozatta vélas esélyét. Elemzésre keriil a fejl6dd
digitalis technoldgidk és a kozosségi média szerepe, valamint azok a platformok és alkal-

mazasok, amelyek kiillonosen kedveznek a gyermekek online kihasznaldsdnak. A dolgozat

célja nem csupén a veszélyek feltérképezése, hanem annak bemutatdasa is, hogy a digitélis
térben zajlé bantalmazas milyen mély, gyakran lathatatlan pszichés nyomokat hagyhat egy
fejlddésben1évé gyermekben. A dolgozat ezzel hozzéjarul egy olyan étfogébb parbeszédhez,

amely a technoldgiai fejlddés és a gyermekvédelem k6z6tti egyensily megteremtését célozza.

gyermekvédelem, online bantalmazés, behaldzas, rutintevékenység-elmélet,
kozosségi média, digitalis pszicholdgia, kiberbiztonsag, gyermekjogok, EU gyermekjogi

stratégia, nemzeti kiberbiztonsagi stratégia

1. BEVEZETES

A modern kor gyermekei szamara a digitalis vilag egyszerre igér felfedezést és
rejthet veszélyt. Mikozben a gyerekek egyre fiatalabb korban csatlakoznak az
online térhez, 1évén, hogy mar digitalis bennsziilotteknek szamitanak, a biin-
elkovetdk is egyre kifinomultabb mddszerekkel halézzak be Sket — gyakran
ugy, hogy a felnéttek csak késén, vagy egyaltalan nem veszik észre. Ez a dol-
gozat annak a pszicholdgiai folyamatnak jar utdna, amely a gyermekek online
aldozatta valasahoz vezet. Igyekszem a gyermekek online aldozatta valasanak
pszicholdgiai és tarsadalmi vetiileteit feltirni, kiilonos hangsulyt helyezve a gyer-
mekek internethasznalati szokasainak feltérképezésére, valamint arra, hogy a
rutintevékenység-elmélet miként segithet megérteni azokat a koriilményeket,
amelyek elGsegitik az dldozattéd valast. A dolgozat bemutatja, hogyan valik egy
gyermek napi online rutinja — akar a k6zosségi oldalak, jatékplatformok vagy
tizenetkiild6k hasznalata — egy olyan mintdzatta, amelyet a bAntalmazdk tu-
datosan kihasznalhatnak. A gyermekpszicholdgia szempontjabdl a digitalis tér
olyan ,jatszotér”, amelyet felnétt jelenlét nélkiil is konnyen elérnek, és amely-
ben a hatarok konnyen elmosédnak. A gyermekek kognitiv, érzelmi és tarsas
fejlédése még nem biztositja azt az érettséget, amellyel felismerhetSk lennének
az online manipulacid, a megtévesztés vagy a kizsakmanyolas jelei. A bizalom,
az identitaskeresés és a tarsas elfogadds irdnti vagy természetes sajatossagai
ennek az életkornak, ezek pedig sebezhetévé teszik ket azokkal szemben, akik
az online térben rejt6zkddve, tudatosan épitenek bizalmat, majd élnek vissza
vele. A dolgozat kiilon fejezetben elemzi a behdlézés (‘grooming’) folyamatat,



amely nem csupan technikai, hanem mélyen pszicholdgiai jelenségis. A gyermek
bizalméanak apré 1épésekben torténd elnyerése, a hatarok fokozatos tagitasa, a
manipulacié, mindez egy lathatatlan haléva valik, amelybdl nehéz menekiilni,
kiilonosen akkor, ha a gyermek sajat maga sincs tudataban annak, hogy bantal-
mazas dldozata lett. Része tovabba a digitélis technoldgia és a kozosségi média
szerepének kritikai vizsgalata: ezek a platformok ugyanis nemcsak lehetGséget
nyujtanak a kapcsolattartasra, hanem 4j terepet biztositanak a visszaélés kiilon-
boz6 formainak is — kiilondsen, ha a gyermekfelhasznalok nincsenek megfelelen
védve. A dolgozat jogi és stratégiai keretrendszerek elemzésével is foglalkozik:
bemutatja az Eurdpai Unid gyermekjogi stratégijat, valamint Magyarorszag
Nemzeti Kiberbiztonsagi Stratégiajét, és értékeli, milyen mértékben képesek
ezek a dokumentumok reagélnia gyorsan valtozé online kdrnyezet kihivasaira.

2. A MODERN KOR GYERMEKE ES AZ INTERNET KAPCSOLATA

Az Ofcom’ 2024-es felmérései szerint az 5-7 évesek 38%-a social media felhasz-
nélé, bar az életkori korlatok tiltjak ezt. Az online kommunikaci6 (izenetkiildés,
videShivas) és é16 kozvetités is emelkedést mutat naluk. 26% sajét profillal rendel-
kezik 41% jatszik online jatékokat, 15% pedig ,16v6ld6z38s” jatékokat — mikdzben
a sziil6k fele nem koveti rendszeresen ezeket az aktivitasokat.

Az 5-7 évesek mintegy 65%-a tizeneteket kiild (2023-r61 2024-re emelkedve
59%-rdl). A 3-5 évesek 37%—a 6nélldan hasznalja a kozosségi médiat (ez 11%-os
novekedés egy év alatt). A korosztalyoknal jelentSs az aggodalom a fake news,
Al-s csaldsok miatt: az erre figyeld sziil6k aranya 70%.

Ezen adatok mar kell6képpen megddbbentdek, fSleg, ha figyelembe vessziik,
hogy milyen fiatal gyermekekrdl is van sz6. Azonban a gyermekek online te-
vékenysége nem meriil ki a social media, és a jatékok hasznalatdban. Az Ofcom
felmérései alapjan ugyanis a 8-14 éves gyermekek korében legaldbb 8% nézett
mér pornograf tartalmat az interneten.

Egy 2025-6s, szintén az Ofcom altal 3—-17 évesek korében végzett kvantitativ és
kvalitativ kutatas azt mutatja, hogy 89% jatszik online, 81% rendszeresen YouTube-ot
néz, és 40% mar social media profil tulajdonosa 13 év alatt is.” A 3-5 éves korosztaly-
ban 19%-30% rendelkezik sajat okostelefonnal, a 67 évesek kozott ez az arany 30%.

A fiatalok szamos okbdl hasznaljak az internetet, tobbek kozott olyan pozitiv
és konstruktiv tevékenységek folytatasihoz, mint a tanulas — elég csak a 2019-es
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Covid-jarvanyra gondolni —, vagy egyéb szérakozasi tevékenységek, de ezenkiviil
az is fontos szdmukra, hogy az internet-hozzaférés megkonnyiti a valds idejd
online jatékokban vald részvételt, a kortarsaikkal és a csaladjukkal val6 kapcso-
lattartést, illetve j baratok megismerését olyan kinos, személyes kommunikécids
helyzetek elkeriilésével, amiktdl az életkoruk és esetleges tapasztalatlansaguk
miatt tarthatnak a fizikai vilagban.

Véleményem szerint nyugodtan kijelenthetjiik, hogy nincs ma mar olyan
gyerek, aki nem hasznal valamilyen feliiletet. Legyen ez akar videdmegoszté
portal pl. YouTube, TikTok, social media feliilet pl. Facebook, Instagram, de ide-
sorolanddk a kiilonb6z§ tizenetkiild alkalmazasok is pl. Messenger, WhatsApp,
Viber stb. Ezen alkalmazasok hasznalata a gyerekek mindennapjainak szerves
részét képezi, és egyben magéban foglalja azt is, hogy az alkalmazasokhoz fel-
hasznaléi fidkok is tartoznak, tehat a gyerekek nagy része nemcsak ,passziv”
felhaszndld, hanem ,aktiv” tartalomgyartoként is jelen van az online vildgban,
ami még inkabb sebezhet6vé teszi Gket.

Mar Thomas HoLt, ADAM BosSLER, KATHRYN SEIGFRIED-SPELLAR 2017-ben
megjelent Cybercrime and digital Forensics c. konyve is kiemeli, hogy az olyan
nyiltan hozzaférhetd, kozvetlen kommunikéciés csatorndk hasznalata, mint a
Messenger és a Discord, az egyének lathatdsaganak fokozasaval megnévelték az
interperszonalis viktimizacid lehetGségét az online térben. Ez azt jelenti, hogy
a kibertérben toltott tobb idé potencidlisan megnovekedett veszélynek teheti
ki a gyermekeket. Ennek megelGzése és hatékony kezelése érdekében érdemes
a kriminolégia elméleti kereteiben vizsgalni az internet néhany olyan egyedi
jellemzGjét, amelyek befolyassal lehetnek a gyermekek online védelmére és bizton-
sagara a vilaghalon, beleértve a kozosségi média miikodési elveinek sajatossagait,
illetve a dinamikusan fejl6dé modern digitdlis technolégidk hatasat, f6ként a
gyerekeket érint$ online dldozatta valasara.

3. A KOZOSSEGI MEDIA SZEREPE A GYERMEKEK
ONLINE ALDOZATTA VALASABAN

A digitdlis technoldgidk gyors iitemf fejlddése — kiilondsen az olyan eszk6zok
elterjedése, mint az é16 kozvetitést lehetévé tevd szoftverek, a végpontok kozotti
titkositassal mikod6 kommunikacids platformok, valamint az anonim tranzak-
cidkat biztositd fizetési megoldasok, példaul a kriptovalutak — jelentés mértékben
elésegitette a gyermekek online térben torténd szexualis kizsakmanyolédsat.
E technoldgiai innovacidk nemcsak a behal6zas folyamatat tették kevésbé észlel-
het6vé a felnétt feliigyelet szamara, hanem hozzéjarultak a gyermekeket abrazold



szexudlis tartalmak el8allitasanak és terjesztésének kockazatahoz is. Az elkove-
ték szadmara biztositjak, hogy nehezen felderithetd és kinyomozhaté médokon
mikddjenek. A halézatok kiépitése, informacidk egymassal torténd megosztasa,
illetve a kiskortiak ellen, Iényegében barhonnan elkovethetd biincselekmények
megvaldsitasat is konnyebbé tették. Ebben az esetben fontos kiemelni, hogy a
blincselekményeket egyszerre tobb aldozat sérelmére is el lehet kdvetni.

Az Instagram, a Facebook, a TikTok és a tobbi, kiskordak korében rendki-
vill népszeri kozosségimédia-platform miikodési mddja — példaul a moderalas
forméja, alaposséga és intenzitidsa — nagyban befolyasolhatja, hogy az ezeket
hasznalé gyerekek konnyen ,elérhets” és megkozelithets célpontot jelentenek-e
az elkdvetSk szamara vagy sem. Az, hogy milyen szint( védelmet, példaul sziirg
ésjelz8 eszkozoket épitettek be ezekbe az alkalmazasokba, meghatarozza, hogy
mennyire biztonsagos a gyerekek szamara a hasznalatuk. Az Eurépai Unié6 az
online biztonsag elGsegitése érdekében ezért 2022 majusiban bemutatta ,a
gyermekbarét internet Gj eurdpai stratégidjat”,* illetve legtjabb, a gyermekek
online szexualis bantalmazasanak megel6zése és az ellene folytatott kiizdelem
érdekében kidolgozott és elGterjesztett unids rendeletjavaslatat,” melynek ke-
retében az Eurdpai Bizottsag kotelezné az alkalmazés druhazakat iizemeltetd
kozosségimédia-vallalatokat annak biztositasira, hogy a gyermekek ne tlthes-
senek le olyan alkalmazdsokat, amelyek a behdl6zas magas kockazatanak tehetik
ki Gket, illetve azonositsak Gket, amennyiben mar felhasznalokka valtak, és
el6zzék meg a szolgaltatasok altaluk torténd tovabbi hasznalatét. A rendeletben
szorgalmazzak tovabba egy eurdpai kozpont 1étrehozasét, melynek feladata lesz a
gyermekek szexudlis kizsadkmanyolasanak megelGzésére és lekiizdésére szolgald
szervezetek koordinacidja, kapcsolédé kutatési és szakértdi tevékenységek, az
aldozatok tdmogatisa, valamint — megkonnyitve a nemzeti rendészeti szervek
munkdjat — a gyermekek online szexualis bantalmazasaval 6sszefliggs tigyek
felderitésének, bejelentésének és kezelésének tdmogatasa is.®

Az egyre szigoribb nemzetkozi szabélyozasok és tarsadalmi nyomas ellenére
sem sok vallalat hajlandé a gyermekek online védelme melletti elkotelezédést dek-
laralé nyilatkozatokon tdlmutat6 érdemi lépéseket tenni, és a profitjuk egy részét
a gyakorlatban is a gyerekek érdekét szolgalo, az dldozatta valasukat megel5z6

Eurédpai Bizottsag COM (2022) 212 final. Digitalis évtized a gyermekek és az ifjusdg szdmara:
a gyermekbarit internetre (BIK+) vonatkozé dj eurépai stratégia.

> Proposal for a Regulation of the European Parliamnet and of the Council laying down rules
to prevent and combat child sexual abuse. COM/2022/209 final.

MEecYEsFaLVI BoGLARKA: Kockazati tényezdk a digitalis térben. A gyerekek internet- és
kozosségi média hasznalata és az online dldozattd valas. Beliigyi szemle, 2023 (12). Kockazati
tényezdk a digitalis térben megtekintése | Belligyi Szemle (letsltés: 2025. junius 01.).



biztonsagi fejlesztésekre forditani, jelenleg vilagszerte vita targyat képezi, hogy
a végpontok kozotti titkositdsnak és az életkor-ellendrzési (‘age-verification’)
technoldgidknak milyen szerepet kellene jatszaniuk a gyermekek online vé-
delmében. A gyermekek biztonsagaért kampanyold jotékonysagi szervezetek,
digitalis technolégiai szakértSk, és aldozattilélék brit koalicidja ezen technolé-
gidk megfelel§ szabalyozasat kovetelve inditotta el a Nincs hova bajni (‘No place
to hide’) elnevezést kampanyt, azzal a céllal, hogy megakaddlyozzék azt, hogy
a Messengerhez hasonlé szolgaltatasokat nyjté kozosségimédia-vallalatok az
tizenetkiild§ szolgaltatasaik részeként bevezessék a végpontok kozotti titkositast.”
Ez atechnoldgia az izeneteket tigy alakitja at, hogy a megosztott tartalmakat csak
a feladd és a cimzett lathatja, ami a kampanyt szervezd§ koalicid szerint szinte
lehetetlenné teszi az online behélézasok felderitését, tobbek kozott azéltal, hogy
sem a moderatorok, sem a gépi algoritmusok nem lesznek képesek a gyants vagy
karos tartalmakat azonositani. A végpontok kozotti titkositas technoldgidjanak
alkalmazasa koriili globalis vita mar régéta folyik a politikai dontéshozok, nem-
zetkozi szervezetek és az adatvédelmi érdekekért kampényold tarsulasok kozott,
mindkét oldalon olyan fontos, egyetemes emberi jogok védelmére hivatkozva,
mint a gyermekek mindenek felett all6 érdeke és (online és offline) biztonséga,
illetve a szdlasszabadsaghoz és a maganélet védelméhez valé jog.*

A kozosségimédia-vallalatok széles korben elterjedt jelenlegi rutinja, hogy
iranyelvek és szabalyozésok révén elhatarolédnak az oldalaikon generalt tartal-
makért és tevékenységekért vallalt felelGsségétdl, atharitva azt mas szereplSkre,
példaul a felhasznaldkra, a jogalkotdkra, vagy a bilintild6z6 szervekre. A bliniil-
do6z6 szervek azonban egyediil nem képesek megvédeni a gyerekeket az egyre
novekvs szamu online szexudlis ragadozo6tol, és az oldalakat izemeltet§ izleti
vallalkozasokéhoz képest aranytalanul kevés technolégiai tudassal, eszkozzel és
ralatassal rendelkeznek a kozosségimédia-platformok hatékony ellendrzéséhez.
Kiemelend6 tovabba az is, hogy a biiniild6z6 szerveknek nem is ll rendelkezésére
olyan technikai eszkoz, amellyel sikeresen fel tudnak deriteni az elkovetdket.
Igy az ilyen tipust blincselekmények legtobb esetben felderitetlenek maradnak.
Masrészrdl az ilyen tipust blincselekmények esetében kiemelendd, hogy sokszor
maguk az dldozatok nem tesznek jelentést. Itt nem a rendérségnél tett feljelentésre
gondolok, hanem a k6zdsségimédia-platformon megtehet6 jelentésrél. Ezen aka-
dalyok - technikai hidnyossagok, jelentés elmulasztisa — nagyban megneheziti
az online térben elkovetett blincselekmények elleni harcot.

Ibid.
& Ibid.



4. ALDOZATI MAGATARTAS MEGJELENESENEK EGYES ELEMEI
AZ ONLINE VILAGBAN

Az dldozati jellemz8khoz tartozé korosztalybeli kategdria oldalan rajzolédik ki
némi kiilonbség, az internetes szintér és annak hasznalata leginkabb azokra a
fiatalokra jellemz6, akik leginkabb rendelkeznek a digitélis kompetencidkkal.
A mindennapi életiik részévé valt virtudlis interakcidban val6 nagyobb részvétel
tobb lehetGséget biztosit arra, hogy gyakori célpontot jelentsenek (zaklatés, csalas,
‘cyberbullying’). A részvétel egyben a korosztalyok kozti szamszer( kiilonbséget
is jelenti az aldozatta valas tekintetében. A korosztalyi meghatarozottsagnal az
online szintéren aktiv gyermekek viszont kiemelt kockazati kategéridba sorol-
hatdak, sét, a kiskortak digitalis részvételének magas intenzitdsa és a sokkal
laz&bb csalddi kontroll miatt még fokozddhat.

Mig az offline terepen az dldozatta valas szoros okozati dsszefiiggésben all a
szegénységgel, az alacsony iskolazottsaggal, a nélkiil6z6 élethelyzettel, addig az
internetes tarsadalomban ugyanez forditott irinyban is megjelenhet. A kedvezét-
len szociélis helyzet mindenképp nagy szakadéknak ttinik az offline és online
kornyezet ez irdnyt 6sszehasonlitasdban. Azoknak a tarsadalmi csoportoknak a
tagjai, akik jovedelmi és képességbeli hianyossagaik okdn nem rendelkeznek meg-
felel§ eszkozokkel és digitalis tudassal, kevésbé van lehet8ségiik aktiv részvételre,
és a virtualis kornyezetben is kisebb eséllyel valhatnak kozvetleniil aldozatta.
Mindez vonatkozhat a fogyatékkal él6k azon koreire is, akik betegségeik okan
kisebb ardnyu internetes részvétellel nem tartozhatnak kézvetleniil az online
aldozatok kozé. A tarsadalmi csoportok kozti szakadék digitalis szakadékként
értelmezve Gj kérdést vet fel az online aldozatisdg tirgykorében, mégpedig azt,
hogy milyen tarsadalmi statuszu kozosségek tartozhatnak az internetes tarsa-
dalom viszonyrendszerében a magasabb kockazati kategéridba. Ha csak azok
sorolhatdak ezen keretek k6zé, akik meghatarozott tarsadalmi statusz felett
helyezkednek el, akkor az internethez val6 szabad és egyenl hozzaférési esélyek
névekedése esetén milyen mértékben bdviilhet az internetes tarsadalom tipikus
aldozatainak kore. Ha ez tovabbra sem valtozik, akkor lehet-e az 4j kornyezetben
homogénebb aldozati kategdriardl beszélni, azzal, hogy a szegénységet a blinozés
effajta terepén nem lehet az aldozattd valassal szoros osszefiiggésbe hozni.

A szinterek kapcsan ki kell emelni a csalad szerepét is. Ahogy a btinelkovetvé
valas elsGdleges megalapozdja a csaldd — mint szocializacids szintér -, ugy az
aldozatta valassal is generalis okozati sszefiiggésben allhat. Az instabil csaladi
1égkdr, a blinoz6i sziildi minta, a szeretethiany, a pszichés betegségek, a kont-
rollhidny, és a csaladban el6fordulé 6r6kos dldozati személyiségminta indokolja
az aldozati személyiségvonasok kialakulasat. Noha kétségkiviil kapcsolatban



all a szocializacid az internetez$ személyiségével, dontéseivel és ezzel Gssze-
fiiggésben a blinelkovetdi és dldozati életuttal is, a valasz mégis inkabb a sziilé
és a gyermek szoros kapcsolatdnak deficitjében, a sziil§ alacsony informatikai
tudésaban keresendd, és nem kizardlag a csaladi kiscsoport életkoriilményeiben.
Ebben a tekintetben mar indokolhatd, hogy miért valhatnak magas szamban
a kimondottan ,jé csaldidban” nevelked6 kiskordak az interneten vagy azaltal
sulyos btincselekmények aldozataul. Mivel a tirsadalmi kontroll az online szin-
téren alacsonyabb, mint a fizikai valdsagban, ezért a kiskoru internetes jelenlétét
nem lehet egy napon emliteni a hagyoményos ,kulcsos gyermek” szabadsagaval,
akit szabadidejében a lakokornyezet vagy mas k6zosség nagyobb eséllyel tartott
kontroll alatt akkor is, ha a sz{il6 nem volt jelen.

Az online identitds azokbodl az elemekbdl tev4dik Ossze, amit az egyén vagy a
koz6sség magarol ebben a kozegben megformal és nyilvanossdgra hoz. A virtudlis
profil a személyes adatokon tul gyakran megtortént életesemények, valds élet-
koriilmények, bels gondolatok, vagyak, célok halmaza, ami egyszerre jeleniti meg
amultat, ajelent és ajovét. Az internethaszndlé a dolgok és az egyének masoktol
val6 megkiilonboztethetdségét, sajat magardl alkotott tudast, az egyéni tulajdon-
sdgok halmazat, az egyén 6nallo entitdsét, a ki vagyok én” és ,mi vagyok én” -rél
valé ismeretet, vagyis az identitast ebben az éraban képek, szovegtartalmak és egy
rendszer tartalmaként testesiti meg. Az online ,karakter” kissé képlékennyé teszi
az identitast korabban stabil hataraihoz képest. Ami azt jelenti, hogy a korabban
markéns elképzelést Snmagunkrdl mar a vagyak és a képzelet is formalja, ezért
a ki és mi vagyok én” klasszikus értelmezés mellett a virtualis kornyezetben a
,kiés milehetnék én” is fontos szerepet kapott. Masként fogalmazva, az online
identitast tartalmazo profilokban sajat magunkrdl alkotott kép mar a vagyak
sziilte egyéniségiinket is tartalmazza. Az online identitdssal az egyén egyszerre
vesz részt egy virtualis vilagban és egy valds materialis kornyezetben, ezért a két
tér kozti ingdzésa folytan a valdsagot virtualis kornyezetben (személyes adatok,
fotok, videdk) a virtuélis karakterét a valdsigban jeleniti meg (valds cselekvéssé
alakitja at). A szerepl$ a két dimenzid kozti vandorlasa alatt nem minden esetben
klimatizalddik, ekképp a cselekedeteit sem illeszti a szinterek elvardsaihoz — de
legf6képp a fizikai valdsag elvarasaihoz. A virtudlis karakter a valdsagban azoktdl
a cselekedetektdl valik igen kockazatossa, amilyen korlatokat 1ép at (példéul a
jogi, a tarsadalmi és erkolesi normékat sért), vagy kozvetleniil fizikai akadalyokba
itkozik. Mig a személyes adatait tartalmazé informacidkat megosztja az online
profiljaban, és azzal barki visszaél, addig a sértett és a blinelkovetd is megha-
tarozhatd, amikor viszont a virtudlis kornyezetben atvett szerepe miatt a valds
térben aldozat pozicidba kertil, az elkveté meghatdrozasa nem oly egyértelm.
Az utébbi esetén egy virtudlis rendszer lehetne felelGs azért, mert a tudatos fizikai



valdsagtol elszakitja, irredlis szerepkorbe és cselekvésmintakba helyezve a fizikai
valdsagban dldozatta teszi. Azoknak az online cselekvésmintaknak az alapjan,
melyeket az online szerepl§ a valés szintéren kovet gyakran blinelkévetéként,
vagy tarsadalmi normasértéként definialjak, igy konnyen keriilhet blinelkovetdi
pozicidba az internetezd, aki az internetes kozosségekben, vagy az ott szerzett
érzelemformalé ingereket kovetGen erészakos blincselekményeket vagy ongyil-
kosségot kovet el, vagy az elérhetetlen életszinvonal elérhet8ségének hitében
jogellenes eszk6zokkel vagyon elleni blincselekményeket valdsit meg. A virtualis
terep gyenge kontrollfunkciéja nyoman a belsé kontroll sem alakulhat ki kellg
hatésossaggal, igy hasonlé médon eredményezhet olyan személyiséget, aki rogziilt
devians életpéalyara 1ép — fiiggetleniil a csalad személyiségformalo erejétdl és a
valds tarsadalmi kontrolltdl. Ebben a tekintetben ugyancsak felmeriil az a kérdés,
hogy aldozatnak tekinthet$-e az online szerepld, aki az internetes tarsadalom
részeseként egy virtualis rendszer altal szenved testi és lelki sérelmeket vagy
keriil olyan életpalyara, amit a tirsadalom deviadnsnak tart. Felelés-e a valds
térben 6t kortilvevs kornyezet akkor, ha az internetes vilagban val6 részvétel
szerves része a tarsadalomnak és alapvetd joga az internetezének.

Az aldozat egyéni és kollektiv megfogalmazasit b&vebben a Magna Carta,
azaz az ENSZ 1985. évi Deklaracidja taglalja, ami a hatalommal valé visszaélés
aldozatait és a blincselekmény aldozatait egy definicion beliil foglalja 6ssze. Kissé
szlikebb kereteket kapott az dldozat meghatarozasa az Eurépai Unié 2001. évi
kerethatarozataban, ahol az dldozat az a természetes személy, aki valamely tag-
allam biintetGjogéba iitk6z8 cselekmény (tevékenység vagy mulasztas) kozvetlen
kovetkezményeként sérelmet, igy kiilongsen testi vagy szellemi (mentélis) sé-
riilést, érzelmi szenvedést, avagy gazdasagi veszteséget szenvedett. Magyaror-
szdgon az dldozat fogalmat a biincselekmények aldozatainak segitésérdl és az
allami kéarenyhitésrél sz6l6 2005. évi CXXXV. torvény (Ast) fogalmazza meg
pontosan. Magyarorszagon elfogadott dldozatfogalom a kriminalviktimoldgia
altal hasznalt fogalom, igy a blincselekmény, vagy szabalysértés sértettjeit és
szerepiiket emeli ki. Sokkal szélesebb meghatarozas az altalanos viktimoldgia
fogalomkoréhez kapcsolhatd, miszerint az dldozat kategéridjaba beletartozik
minden olyan esemény miatt testi, lelki sérelmet vagy kart szenvedett egyén
vagy kollektiva, akik nemcsak bilincselekmény elkovetése, hanem természeti
katasztréfa, vagy valamely baleset elszenveddi is. A modern viktimoldgia a
két fogalomkor kozt helyezkedik el, dldozati kategéridba sorolja a hatalommal
vald visszaélés és az emberi jogok megsértését a blincselekmények sértettjei
mellé. A fogalmakat attekintve érzékelhetd, hogy egyik meghatdrozas keretei
kozé sem illeszthet$ az online dldozat. Mindez azért sem lehetséges, mert nem
kézzelfoghatd az a virtudlis tér, aminek szabalyai szerint az egyén a valds térben



cselekedve normasértést kovet el. Azzal szemben, hogy j6é néhany olyan tartalom
megjelenése és mtikodése biintetendd, melyek hatasara az egyén vagy kollektiva
agressziv erGszakos bilinelkovet6vé, vagy ongyilkossa valhat, a megszokottnak
éslegalis miikodéstinek tartott halézat (példdul tarsas oldalak), ezen hatdsa nem
tetten érhetd. Ebben a tekintetben az, hogy az online rendszer dldozata dldozat-
nak mondhaté-e, megvalaszolatlan maradt.

5.AZ ONLINE ALDOZATTA VALAS ES A RUTINTEVEKENYSEG-ELMELET

Az online kornyezet kétségteleniil szdmos elénnyel jar a gyermekek szimara,
ugyanakkor az internet az egyéni elkovetSk és a szervezett blingz8i halézatok
szamara is Uj és egyre szélesebb kor(i lehetéségeket kinal a sériilékenyebb sze-
mélyek kizsadkmanyolasara. A gyermekek ellen elkovetett szamitégépes blincse-
lekmények és az online aldozatta valas folyamatdnak alaposabb megértéséhez
alkalmazhaté kriminoldgiai megkozelités a rutintevékenység-elmélet.

A rutintevékenység-elméletet (‘Routine Activity Theory’) 1979-ben dolgozta ki
két amerikai kriminolégus: Lawrence E. Cohen és Marcus Felson. A rutintevékeny-
ség-elmélet szerint a blincselekmények nemcsak az elkdvet§ motivacidjatdl fiig-
genek, hanem attdl is, hogy a hétkoznapi tevékenységek soran talalkozik-e harom
tényez4: motivalt elkovetd, védtelen aldozat, hidnyzo feliigyelet vagy védelem.

A modell f6ként azokra a blincselekményekre alkalmazhatd, amelyek napi
rutintevékenységek (pl. kozlekedés, internethaszndalat) kézben, alkalmi lehe-
téségek kihasznélasaval valosulnak meg — ezért kiilonosen hasznos az online
aldozatta valds, igy a gyermekek digitalis sebezhet8ségének vizsgalataban is.

A digitalis tér jelentGsen atalakitotta a rutintevékenység-elmélet értelmezését,
kiilondsen a gyermekek esetében, akik mar egészen fiatal kortdl aktivan jelen
vannak online. Az alabbiakban bemutatjuk, hogyan illeszthet§ a modell az online
behal6zas és szexualis kizsakmanyolds kontextusaba:

1. Motivalt elkovets: Az elkdvetS gyakran anonim moédon [ép be az online
térbe, hamis identitassal. A digitalis kornyezet lehetséget ad arra, hogy a
bantalmazé kovetkezmények nélkiil kisérletezzen és manipulaljon. A mo-
tivaciéo mogott pszichoszexualis deviancidk, hatalmi kontrollvagy, vagy
kriminalis szocializaciés minték allhatnak.

2. Alkalmas célpont — a gyermek: A gyerekek életkoruknal, érzelmi fejlett-
ségiiknél és naivitasuknal fogva konnyen befolyasolhatdk. Az internetes
rutintevékenységek (pl. jaték, vidednézés, kozosségimédia-hasznalat) soran
gyakran kertiilnek kapcsolatba ismeretlenekkel. A gyerekek gyakran nincse-
nek tisztdban azzal, hogy online viselkedésiik dldozati kockazattal jarhat.



3. Hidnyz6 feliigyelet: A sziil6k vagy pedagégusok nem mindig értik vagy
kovetik a gyermekek digitalis tevékenységeit. Az algoritmus-vezérelt plat-
formok (TikTok, Instagram, Discord stb.) nem biztositanak megfelels biz-
tonsagi sziir6ket. A végpontok kozotti titkositas (‘end-to-end encryption’)
korlatozza a hatdsagok vagy a platformok beavatkozési lehetGségeit. Az

online tér ,lathatatlanna” teszi a bantalmazast — nincs fizikai kozelség,
nincs klasszikus ,helyszin”.

Az online térben azonban tobb tényez§ is befolyasolhatja az dldozatok kizsak-
manyolasat. [lyen példaul az internet altal legy$zott tavolsig, valamint a bln-
elkovetSk anonimitasa.

6. Az EU GYERMEKJOGI STRATEGIAJA ES A BARNAHUS-MODELL

A stratégia alapjat tobbek kozott a gyermek jogairdl sz6l6 ENSZ-egyezmény és
annak harom fakultativ jegyz8konyve adja. A stratégia f6ként az Eurdpai Parla-
menttd], a tagallamoktol, a gyermekjogi szervezetektdl sszegyjtott javaslatokon
alapul. A dokumentum hangsilyozza, hogy a gyermekek a tarsadalom legkiszol-
galtatottabb tagjai, akik egyediil nem képesek kezelni a tirsadalmi kirekesztés
kockazatét. A gyermekek életében teljesen 6sszeolvad az offline és az online tér.
A stratégia olyan akadalymentes digitalis kornyezet kialakitasat szorgalmazza,
amelyeket minden gyermek hasznalni tud. A gyermekeknek joguk van ahhoz,
hogy sokféle forrasbol gyijthessenek online informaciét, és ne legyenek aldozatai
online blincselekményeknek e tevékenységiik soran. Ehhez szigort szabalyozasra
van sziitkség. A gyermekek, mar egészen kicsi gyermekként is internetes megfélem-
lités dldozataiva valhatnak, ami stlyos vagy akar végzetes mentélis egészségligyi
problémakat okozhat. A gyermekek online szexudlis erészaknak is dldozatul es-
hetnek. A stratégia 3. pontja 9sszegzi a gyermekekkel szembeni erészak jellemzdit.
A gyermekek lehetnek erészakos cselekmények aldozatai, tanui és elkovetdi — a
sajat otthonuktdl kezdve az iskolan, a szabadidGs és rekreacids tevékenységeken
keresztiil az igazsagszolgaltatasi rendszerig, offline és online egyarant.’

2024. aprilis 23-an az Eurdpai Bizottsag elnoklete alatt ajanlast (‘Recom-
mendation’) fogadott el az integralt, tobb szektorra kiterjed6 gyermekvédelmi
rendszerek bevezetésére. Ez a kovetkezSket tartalmazza:

*  Domokos ANDREA: Gyermekaldozatok védelme az online vildgban. In: Homicské ARPAD
OL1VER (szerk.): A technoldgia fejlddés tarsadalmi kihivdsai és hatdsa a jogi szabdlyozdsra. Budapest,
Patrocinium Kiadd, 2022. Gyermekaldozatok védelme az online vilagban (letoltés ideje: 2025.
junius 05.).



1. Atfogé nemzeti terveket siirget az erészak minden formaja — beleértve az
online és offline helyzeteket —, elleni fellépésre.

2. SokszereplGs egytittmiikodést 9sztondz — a bilintildozéstdl az oktatdson
at a tarsadalmi szervezetekig.

3. Kiemeli a digitalis irastudas fontossagat gyerekek, sziil6k és pedagbgusok
korében.

Az integralt gyermekvédelmi rendszerek elémozditasa szervesen kapcsoldédik
az erészak megel6zéséhez és az azzal szembeni védelemhez. A gyermekkoz-
ponttsagot szem elGtt tartva, valamennyi érintett hatésagnak és szolgalatnak
egylitt kell mikddnie a gyermek védelme és taimogatasa érdekében, a gyermek
mindenek felett 4116 érdekének megfelelGen. A Bizottsag tovabbra is timogatni
fogja a gyermekhdzak (‘Barnahus’) 1étrehozasat az EU-ban."

Mivel a Barnahus-modell igen fontos pontja a gyermekvédelemnek, szeretnék
néhany gondolat erejéig kitérni ra.

A Barnahus-modell, amelynek neve izlandi eredet(i és sz6 szerint ,Gyermek-
hézat” jelent, egy integralt, gyermekkdzpontd szakmai beavatkozasi forma, ame-
lyet az 1990-es évek végén dolgoztak ki Izlandon a gyermekekkel szembeni
szexudlis bantalmazés és mas stlyos abuzusok aldozatainak hatékonyabb vé-
delme érdekében. A modell célja, hogy a gyermekek részére egy olyan komplex,
multidiszciplinaris ellatast biztositson, amelyben a biintetdjogi, pszicholdgiai,
egészségligyi és gyermekvédelmi eljardsok 6sszehangoltan, egy helyszinen,
gyermekbarat kornyezetben zajlanak. A Barnahus tehat nem csupén egy fizikai
helyszin, hanem egy szemlélet is: a gyermek érdekeit mindenek felett allénak
tekinti, és arra torekszik, hogy az igazsigszolgaltatas folyamata a lehetd legkisebb
pszichés megterheléssel jarjon az érintett gyermek szamara.

A modell egyik legfontosabb eleme, hogy a gyermekek kihallgatdsa — amely
gyakran a biintetGeljaras legkritikusabb része — egy erre kiképzett, gyermek-
pszicholdgiai ismeretekkel rendelkez8 szakember 4ltal torténik, egy baratsa-
gosan berendezett, nyugodt kornyezetben. A kihallgatast videdra rogzitik, és
azt a biintetGeljaras soran bizonyitékként lehet felhasznalni, igy elkeriilhetd
a gyermek tobbszori kihallgatasa és ezzel a masodlagos traumatizacié. A ki-
hallgatas soran a tobbi érintett szakember — rendér, tigyész, gyermekvédelmi
szakember, pszicholégus — egy kiilon helyiségbdl figyeli a beszélgetést, igy biz-
tositott az informacidmegosztas és az azonnali szakmai egyeztetés lehet&sége.
A Barnahus-modell tovabbi elénye, hogy a gyermek bantalmazésianak gyantja
esetén minden sziikséges vizsgalat és beavatkozas — példaul igazsagiigyi orvosi

' Ibid.



vizsgilat, pszichodiagnosztikai értékelés, azonnali terapias beavatkozas — helyben
megtorténhet. A kiillonb6z6 szakteriiletek egytittmiikodése nem csupan hatéko-
nyabbd teszi a védelmi rendszert, hanem noveli a gyermek biztonsagérzetét is,
hiszen nem kell szdméra ismeretlen intézmények k6z6tt mozognia, mikézben
érzékeny, traumatikus élményeirdl kell beszélnie.

Jogi szempontbdl a Barnahus-modell szdmos orszagban példaértékiiként
szolgal. Eurépéban tobb mint hdsz dllam - koztiik Svédorszag, Norvégia, Lit-
vénia, Horvéatorszag és Lengyelorszag — vezette be vagy adaptalta sajat nemzeti
rendszerébe. Az Eurdpa Tandcs és az UNICEF is aktivan tdimogatja a modell
terjedését. Magyarorszagon jelenleg kisérleti jelleggel m{ikddnek Barnahus tipusd
programok, illetve a Gyermekbarat Igazsagszolgéltatas keretében tobb gyermek-
meghallgatd szoba is létesiilt az elmult években, amelyek egyes elemeiben kévetik a
Barnahus alapelveit. A Barnahus szemlélete a traumaérzékeny igazsagszolgaltatas
elvére épiil. Ennek értelmében a gyermekbantalmazas sordn szerzett pszichés
sériilések nem csupan kovetkezmények, hanem az eljaras egészét meghatarozd
szempontok. A modell olyan tdimogato6, megerdsits kornyezetet kivan teremteni,
amelyben a gyermek nem csupan tand vagy sértett, hanem egy védelmet igénylg,
autondmiaval rendelkezd személy, akinek méltosaga, biztonsagérzete és mentalis
jolléte elsGdleges fontossagu.

Osszességében a Barnahus-modell az egyik legkomplexebb és leginkabb gyer-
mekbarat megkozelités a gyermekekkel szembeni sulyos visszaélések kezelésében.
Sikere abban rejlik, hogy az dldozatot allitja a kozéppontba, mikézben hatékony
és egytittmiikodésen alapuld szakmai rendszert épit ki. A modell hazai adapta-
cidja lehetéséget teremt arra, hogy Magyarorszag is egyre magasabb szinvonalon
biztositsa a gyermekek védelmét és a velitk szemben elkvetett blincselekmények
hatékony, mégis kiméletes igazsagszolgaltatasi kezelését.

Visszatérve az EU gyermekjogi stratégiajahoz, 4. pontja felhivja a figyelmet
arra, hogy nagy a latencia a gyermekek sérelmére elkovetett blincselekmények
esetében. A bilincselekmények gyermekaldozatai esetében az dldozat életkora,
a jogaikkal kapcsolatos ismeretek hidnya, valamint az elérhetd, életkornak és
nemnek megfelel§ bejelentési és tAmogato szolgéltatisok hidnya miatt nagyon
gyakran elmarad a bejelentés. A stratégia 5. pontja olyan EU képét vazolja fel, ahol
a gyermekek biztonsaggal hasznalhatjak a digitalis kornyezetet, és kihasznal-
hatjak az abban rejlS lehet8ségeket. A dokumentum kiemeli, hogy a gyermekek
digitalis jartassdguknak kdszénhetGen tigyesebben boldogulhatnak a fokozottan
digitalizalt és halézati oktatasban, majd a késébbiekben a munkaerdpiaci rend-
szerekben. A gyermekek online jelenléte azonban noveli a karos vagy jogellenes
online tartalmaknak, példaul a gyermekek szexudlis bAntalmazasat vagy kizsak-
manyolasat abrazol6 anyagoknak, a pornografianak és felnétt tartalmaknak,



a szextingnek, az online gytloletbeszédnek vagy a félretdjékoztatasnak és dezin-
formacionak valo kitettségiiket. Hasonléan komoly veszélyt jelent a kibercsabitas
és a gyermekek sérelmére megvaldsuld kerités, az internetes megfélemlités vagy
az online bintalmazas és internetes zaklatéds." Az emberkereskedelem a vilagban
torténd események hatasara szarnyal, véleményem szerint elmondhaté, hogy a
legjobban jovedelmez§ blincselekmények egyike. Az az ellen folytatott harcot
nagyban megneheziti, hogy a kibertér olyan nagy fokt anonimitast és lekovethe-
tetlenséget biztosit az elkovetSk szamara, amivel a bliniild6z6 szerveknek nagyon
nehéz felvenni a versenyt. Nemzetkozi szinteken persze vannak prébalkozasok,
azonban azt gondolom, hogy hosszt évek kellenek még ahhoz, hogy hatékonyan
tudjanak elleniik fellépni. A gyermekek silyosan kiszolgaltatott csoportot al-
kotnak, az 6§ megvédésiik prioritast kell, hogy élvezzen. Ezt mar nemzetkozi
szinteken is felismerték, azonban — akar csak az elkdvetSk vonatkozasaban —
az dldozatok hatékony védelme is egy hosszantarté folyamat, amelyet nagyban
nehezit a technika folyamatos és rettenté gyors fejlédése.

7. MAGYARORSZAG NEMZETI KIBERVEDELMI STRATEGIAJA™

Magyarorszag Nemzeti Kiberbiztonsagi Stratégiaja 2021 és 2030 kozotti id6-
szakra hatarozza meg az orszag digitalis biztonsagi célkittizéseit és az ezek
eléréséhez szitkséges intézkedési iranyokat. A stratégia kiemelt célja, hogy a ki-
bertérben is biztositott legyen a tirsadalom, a gazdasag és az allam zavartalan és
biztonsdgos miikodése, valamint a lakossag — kiilondsen a sériilékeny csoportok,
példaul a gyermekek — hatékony védelme az online térben megjelené fenyegeté-
sekkel szemben. A stratégia alapjat az a felismerés képezi, hogy a digitalizacidval
parhuzamosan né a kiberfenyegetések sulya és Gsszetettsége. A kiberbiztonsag
mar nem kizardlag technoldgiai kérdés, hanem nemzetbiztonsagi, tirsadalmi,
gazdasagi és jogi jelentGségi iigy is. A dokumentum szerint a kibertér védelme
Ossznemzeti ligy, amelyben az allami szereplGk mellett a gazdasagi szféra, az
akadémiai kozosség, a civil tarsadalom és az egyének is felelGsséggel birnak.
A stratégia harom f6 pillérre épiil: a reziliencia, a reagdloképesség és a bizalom
erdsitésére. A reziliencia célja, hogy az intézmények, infrastrukturak és felhasz-
nalok felkésziiltek legyenek a kiberincidensek kezelésére. A reagiloképesség ke-
retében az incidenskezel§ szervek, mint példaul a Nemzeti Kibervédelmi Intézet
(NKI) megergsitése, a kibertér-feliigyeleti és informacidémegosztasi rendszerek
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fejlesztése torténik. A bizalomépités pedig a felhaszndldk tudatossdganak no-
velését, az oktatds és képzés erdsitését, valamint a szabalyozasi és etikai keretek
finomitasat foglalja magaban. Kiilon figyelmet fordit a stratégia az dllami és
onkorményzati intézmények védelmére, a kritikus informacids infrastruktirak
megerdsitésére, a pénziigyi és egészségligyi szektor digitalis biztonsaganak nove-
lésére, valamint az oktatdsban és a gyermekvédelemben megjelend kihivasokra.
A dokumentum hangstlyozza, hogy a gyermekek fokozottan ki vannak téve az
online térben megjelend fenyegetéseknek — igy példaul a zaklatdsnak, a mani-
puldcidénak, vagy akar a gyermekekkel szembeni szexualis kizsdkmanyolasnak.
Ezért a kiberbiztonsagi stratégia a gyermekvédelem digitalizici6s vonatkoza-
sait is tartalmazza: a sziil6k, pedagdgusok és gyerekek digitalis irastudasanak
fejlesztésével, a biztonsdgos internethasznalatra nevelés intézményesitésével és
a prevencids eszkozok bdvitésével kivan reagalni a kockédzatokra. Nemzetkozi
dimenzidjat tekintve a stratégia hangsulyozza Magyarorszag aktiv részvételét
az Eurépai Unié kiberbiztonsagi politikdjaban, kiilonosen az EU Cybersecurity
Strategy 2020-2025 dokumentum célkit(izéseinek megvaldsitasaban, valamint
aNATO kibervédelmi egyiittmtikodésében. Osszegzésként elmondhaté, hogy a
Nemzeti Kiberbiztonsagi Stratégia nem csupan technoldgiai fejlesztési irdnyokat
hatdroz meg, hanem atfogd, tirsadalmi szemlélet megkozelitést alkalmaz. Olyan
eszkozrendszert kinal, amely figyelembe veszi az egyének — koztiik a gyerme-
kek — védelmi sziikségleteit, és célja, hogy Magyarorszag digitalis kornyezete
biztonsagos, ellenalld és mindenki szamdara hozzaférhetd legyen.

8. 0sszeGzEs

A gyermekek digitélis térben torténd dldozatta valasa napjaink egyik legsu-
lyosabb és legsiirgetébb tarsadalmi kihivasa, amely nem csupan jogi, de pszi-
cholégiai, szocioldgiai és kiberbiztonsagi szempontbdl is atfogd megkozelitést
igényel. A vizsgalt témak egy kozos nevezdre vezethetSk vissza: hogyan lehet
hatékony, gyermekkozpontd védelmi rendszert kialakitani egy gyorsan valtozd,
technoldgiavezérelt viligban. A rutintevékenység-elmélet (Cohen & Felson, 1979)
mentén torténd megkozelités kivaléan alkalmazhaté az online térben tapasztal-
hatd jelenségek, igy a gyermekek behdl6zasanak, kizsadkmaényolasanak és digita-
lis bAntalmazasdnak megértéséhez. Az elmélet ravilagit arra, hogy az aldozatta
valas lehet&sége gyakran a mindennapi digitalis rutinokban rejlik — kiilonosen
akkor, ha a gyermek védtelen célponttd valik, és hidnyzik a megfeleld feliigyelet,
illetve kontrollmechanizmus. E védelmi rések megsziintetésére tobb szinten is
torténnek elérelépések. Az Eurépai Unié Gyermekjogi Stratégiajanak legfrissebb



modositasai hangsilyozzak az integralt gyermekvédelmi rendszerek fontos-
sagat, a digitalis tér biztonsagosabbd tételét, valamint a gyermekek tényleges
bevondsat a réluk sz6l6 dontésekbe. A gyermekek aktiv részvételére épiil6 unios
platformok, valamint a Better Internet for Kids+ (BIK+) kezdeményezés erésitik
a prevencids szemléletet, mikozben 4j eszkozoket is bevezetnek, példaul az on-
line szexudlis visszaélések automatikus felismerésére. Magyarorszag Nemzeti
Kiberbiztonsagi Stratégidja (2021-2030) e torekvésekkel dsszhangban all, és
egyértelmt célként fogalmazza meg a digitélis biztonsag megerdsitését, kiilonos
tekintettel a gyermekek védelmére. A stratégia kulcspontjai kozott szerepel a
tarsadalmi tudatossag novelése, az oktatas digitalizacids kockazatainak kezelése,
valamint az online zaklatassal és kizsdkmanyolassal szembeni fellépés. A kiber-
biztonsag igy mar nemcsak technikai kérdés, hanem gyermekvédelmi gy is.
A gyermekekkel szembeni sulyos bantalmazasok kezelésére nemzetkozi szinten
a Barnahus-modell kinal példaértéki valaszt. Az [zlandrol szirmazd, de immar
tobb eurdpai orszagban bevezetett rendszer [ényege, hogy a gyermekeket egy
gyermekbarat, tobb szakmat integralé k6zegben hallgatjak meg, és biztositanak
szamukra azonnali pszicholégiai, jogi és egészségiigyi segitséget. A Barnahus
nem csupan egy intézményi modell, hanem szemlélet, a masodlagos aldozatta
valas elkeriilését, valamint a traumaérzékeny igazsagszolgaltatas megvalositasat
helyezi a kozéppontba.
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